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September 30th, 2020 
 

To: ​ the Esteemed Members of the Parliament of New South Wales,  
Upper House Committee Inquiry into Cybersecurity,  
 
I am writing and submitting this document to you as a supplemental submission to              
support my prior and initial submission to the Inquiry Into Cybersecurity, which was             
written and submitted by myself on Friday the 28th of August 2020.  
 
I would like to thank you for taking the time to read this document, and in hopefully                 
taking it into consideration when deliberating and deciding a verdict or in deciding future              
policy. For the sake of convenience, I have footnoted all correspondence and            
statements to what I deem to be relevant articles of NSW State Legislation Acts - as                
well as definitions as provided by these acts.  
 
As an appellant to the Inquiry Into Cybersecurity I am putting forward the following              
argument: 
 
“Due to the NSW Police Force disclosing​1 my personal information​2 in a August 13th              
2020 communique to I have had identifying personal         
information, as well as my political and personal beliefs and associations​4​, disclosed by             
NSW Police Force to an external source without the direct consent​5​ of myself: 
 

1. I believe and argue that my identifying personal information,​6 as well as my             
contact information, have been shared without my consent by virtue of the New             
South Wales Police Force sharing my email address         
with .​7  
 
 
 

1 As defined in ‘LAW ENFORCEMENT CONDUCT COMMISSION ACT 2016 - SECT 175’ - Page 16 
2 As defined in ‘PRIVACY AND PERSONAL INFORMATION PROTECTION ACT 1998 - SECT 4 Definition of 
"personal information" - Page 8 
3 Item 2 - Confirmation of my personal information being disclosed to , Page 34 
4 In violation of ‘PRIVACY AND PERSONAL INFORMATION PROTECTION ACT 1998 - SECT 19 - (1) “A public 
sector agency must not disclose personal information relating to an individual's ethnic or racial origin, political 
opinions, religious or philosophical beliefs, trade union membership or sexual activities unless the disclosure is 
necessary to prevent a serious and imminent threat to the life or health of the individual concerned or another 
person.” - Page 10 
5 ​As per ‘LAW ENFORCEMENT CONDUCT COMMISSION ACT 2016 - SECT 187’ - Page 13 
6 As defined in ‘PRIVACY AND PERSONAL INFORMATION PROTECTION ACT 1998 - SECT 4 Definition of 
"personal information" - Page 17 
7 Item 2 - Confirmation of my personal information being disclosed to , Page 34  
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2. I also believe and further argue that due to this breach of privacy my political and                

personal beliefs have been shared with without my         
consent due, to the initial nature of my original June 7th, 2020 complaint being              
about ‘the excessive use of force on participants in a peaceful Black Lives Matter              
protest through the use of a technique called ‘kettling.’​9  
 

3. In doing so, the New South Wales Police Force have (and by their own              
admission​10​) committed an act of maladministration​11​12 through committing a         
‘technical breach​13​,’ in which their negligent​14 handling of identifying personal          
information​15​16 resulted in the publication of my personal information into the           
‘public domain’.​17  
 

4. I also argue that it is irrelevant whether this disclosure was intentional or             
unintentional​18​, and that intent has no bearing on the objective fact: through this             
negligent handling of private information, an offence has been inadvertently          
committed by the New South Wales Police Force. 
 

5. I also disagree with the following statement provided in a letter addressed to             
myself from New South Wales Police Force: ‘that your email address, and no             
other personal details, were inadvertently disclosed to that one person (external           
to the NSWPF) by the Central Metropolitan Region Professional Standards Unit.           
That person then posted/disclosed your email address on the public domain.’​19  
 
I argue that through disclosing my email address to          
the New South Wales Police Force have inadvertently published my personal           
information to the ‘the public domain’ without my permission. I further argue that             

only notified myself of the inadvertent ‘technical        
breach’ after I approached him for confirmation that my information was in the             
communication he received from NSWPF.​20 
 

 
 

8 Item 2 - Confirmation of my personal information being disclosed to , Page 34.  
9 Item 1 -  Initial Complaint to New South Wales Police In Regards to ‘Kettling’ Practise, Page 33 
10 Item 2 - Confirmation of my personal information being disclosed to , Page 34 
11 As defined in ‘LAW ENFORCEMENT CONDUCT COMMISSION ACT 2016 - SECT 11’ - Page 13 
12 As defined in “What is Maladministration?” as published by NSW Ombudsman - Page 27 
13 Item 3, as provided by appellant. - Page 33 
14 As defined in the ‘Civil Liability Act 2002 No 22 - Part 1A Negligence’ - Page 19 
15 ​As defined in ‘PRIVACY AND PERSONAL INFORMATION PROTECTION ACT 1998 - SECT 4 Definition of 
"personal information" - Page 13 
16 As defined in ‘NSW Police Force Privacy Management Plan.’ - Page 30 
17 Item 4 -  Letter from  - Page 35 
18 Item 4 -  Letter from  - Page 35 
19 Item 4 -  Letter from  - Page 35 
20 Item 2 - Confirmation of my personal information being disclosed to , Page 34  
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I would like to state for any and all record that has done more for                
the correction of this mistake and has acted in a considerably better nature than the               
investigating officers of the NSW Police Force.  
 
I also would like to express my formal gratitude for his considerate and valient act in                
stepping forward to highlight this example of the New South Wales Police Force’s             
neglectful data management practises through speaking to of         

  
 

did the right thing in making the affected parties aware of this significant breach              
of their security personal information, whilst New South Wales Police Force made no             
efforts to contact the 154 other people who have had their personal contact information              
and political beliefs disclosed, whilst to then seemingly deny it, to only then admit a               
‘technical breach’ of Section 169A. 
 
It is not fault that an extra party was contacted. It is the fault of                
the New South Wales Police Force that he received this information. By disclosing this              
information to him, the New South Wales Police Force have published it into the public               
domain.  
 
I hope that the Inquiry finds this supplemental submission to be of assistance, and I               
thank you for your time. If I may be of any further assistance please let myself know.  
 
 

 
Appellant  
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