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Health Records and Information
Privacy Bill 2002

Explanatory note

This explanatory note relates to this Bill as introduced into Parliament.

Overview of Bill

The purpose of this Bill is to promote fair and responsible handling of health

information by:

(& protecting the privacy of an individual’s hedlth information that isheld in the
public and private sectors, and

(b) enabling individuas to gain access to their heath information, and

(¢) providing an accessible framework for the resolution of complaints regarding
the handling of health information.

The Bill applies to both public sector agencies and private sector persons who are
hedlth service providers or who collect, hold or use hedth information. The Bill
establishes 15 Hedth Privacy Principles to be observed by such public sector
agenciesand private sector persons. These principlesrelateto thefollowing matters:
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(@ the purposes of the collection of hedth information,

(b) the relevance, extent, accuracy, completeness and currency of hedth
information collected,

(c) thecoallection of health information from the individuals concerned,

(d) making an individua from whom hedlth information is collected aware of
certain matters,

(e) theretention and security of health information,

() enabling an individua to ascertain certain information about hedlth
information held by an organisation,

(g) accessto hedth information,
(h) amendment of health information,

(i) the continuing relevance, accuracy, currency and completeness of hedlth
information,

() theuseof hedth information,
(k) thedisclosure of hedth information,
() assgning and using identifiers for individuals,

(m) enabling individuals to enter into transactions or receive hedth services
anonymoudly,

(n) the transfer of information out of New South Wales or to Commonwesdlth
agencies,
(0) the computerised linkage of health records.

The Bill also sets out some specific requirements for private sector persons who
hold health information relating to the retention of health information, and access
to and amendment of health information by theindividual to whom theinformation
relates.

The Bill providesfor the making of health privacy codes of practice by the Minister
to regul ate specified matters. These hedlth privacy codes of practice may modify the
Health Privacy Principles and the other specific requirements for private sector
persons.

The Bill provides for the making of complaints about the handling of health
information by public sector agencies or private sector persons to the Privacy
Commissioner and ultimately to the Administrative Decisions Tribunal, athough
there are different procedures for complaints against public sector agencies and
private sector persons.
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Outline of provisions

Part 1 Preliminary

Clause 1 sets out the name (also called the short title) of the proposed Act.

Clause 2 provides for the commencement of the proposed Act on aday or days to
be appointed by proclamation.

Clause 3 sets out the purpose and objects of the proposed Act.

Clause 4 contains definitions of terms used in the proposed Act. In particular, it
defines organisation, private sector person and public sector agency.
Organisation means apublic sector agency or aprivate sector person, and includes
individuals. Some organisations are health service providers (defined to mean an
organisation that provides a hedth service, but not to include an organisation
exempted by the regulations, or an organisation that merely arranges for a health
sarvice to be provided by another organisation).

Clause 5 defines personal information, and clause 6 defines health information.

Clause 7 dedls with the circumstances where individuas are incapabl e of doing an
act authorised, permitted or required under the proposed Act, such as making a
request for access to hedth information or consenting to disclosure of hedth
information. The clause providesthat an authorised representative may do such an
act on behdf of the individua, and that an authorised representative may not do
such an act on behdf of an individud if the individud is capable of doing that act.

The term authorised representative is defined in clause 8. Clause 9 sets out when
an organisation “holds’ information for the purposes of the proposed Act, and
clause 10 provides that an organisation does not “collect” information for the
purposes of the proposed Act if the receipt of the information is unsolicited.

Part 2 General operation of Act

Clause 11 requires organisations to which the proposed Act appliesto comply with
the Hedlth Privacy Principles and with any health privacy code of practice or a
provision of Part 4 that is applicable to the organisation.
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The 15 Health Privacy Principles (HPPs) are set out in Schedule 1 to the proposed
Act. They dedl with matters such as collection and retention of health information,
accessto and amendment of health information, andinclusion of hedthinformation
in a computerised health records linkage system.

Part 4 of the proposed Act sets out some additiona provisions specifically for
private sector persons. These specific provisions assist the operation of the Hedlth
Privacy Principles relating to retention, access and amendment of health
information by:

(8 setting out detailed requirements for retention, disposal and transfer of hedlth
information by private sector persons who are hedlth service providers, and

(b) settingout proceduresto befollowed by private sector personsand individuals
seeking access to or amendment of health information held by private sector
persons.

Hedlth privacy codes of practice are codes made under Part 5 of the proposed Act
by the Minister administering the proposed Act. The Hedlth Privacy Principlesand
the specific provisons in Part 4 may be modified in their application to
organisations by health privacy codes of practice made by the Minister. Hedlth
privacy codes of practice may aso regulatethe collection, retention, use, disclosure,
transfer and linkage of, and proceduresfor dealing with, health information held by
organisations.

Clause 12 provides that the Act binds the Crown.

Clauses 13-17 provide exemptions for certain persons, authorities and activities
from certain provisions of the proposed Act or the HPPs. The exemptionsrelate to
the following matters:

(8 courts and tribunalsin the exercise of their judicid functions (clause 13),
(b) individuasconducting their personal, family or household affairs (clause 14),
(¢) thenews activities of news media (clause 15),

(d) thecollection, useand disclosureof health information within group practices,
(agroup practice being a group of individuas who provide a health service
at shared premises, maintain a shared reception and maintain combined or
joint records) (clause 16),

(e) thefunctions of the Independent Commission Against Corruption, the Police
Service, the Police Integrity Commission, the Ingpector of the Police Integrity
Commission, the staff of the Inspector of the Police Integrity Commission and
the New South Wales Crime Commission (clause 17).

Other exemptions are set out in the Hedlth Privacy Principlesin Schedule 1.
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Clause 18 prevents an exemption under the proposed Act from authorising an
organisation to any thing that it is otherwise prohibited from doing.

Clause 19 sets out how the Health Privacy Principles apply to health information
collected before the commencement of Schedule 1 (the Schedule containing the
HPPS).

Part 3 Provisions for public sector agencies

The Part dedls with the application of the proposed Act to public sector agencies.

Clause 21 establishes a complaints procedure for complaints about the
contravention of aHealth Privacy Principle or ahealth privacy code of conduct by
public sector agencies. Complaints are dedlt with in the same way that acomplaint
under the Privacy and Personal |nformation Protection Act 1998 isdedlt with. The
complainant can make a complaint to the Privacy Commissioner under that Act,
who can investigate and report on the complaint, or the complainant can apply to
the public sector agency for an interna review under that Act, followed by review
by the Administrative Decisions Tribunal.

Clauses 20 and 22 ded with the relationship between the proposed Act, the State
Records Act 1998 and the Freedom of Information Act 1989.

Part 4 Provisions for private sector persons

The Part contains specific provisions for private sector persons that are additional
to, and assist the operation of, the Hedlth Privacy Principlesin their gpplication to
private sector persons.

Division 1 General

The Divison deds with two generd matters. Clause 23 provides a generd
exemption from the requirements of Part 4 for private sector persons who are
required or authorised not to comply with such a provison. There are smilar
exemptions to severd of the Hedth Privacy Principles, set out in the relevant
Hedlth Privacy Principlein Schedule 1.

Clause 24 providesfor theissuing of guidelines by the Privacy Commissioner with
respect to matters dealt with in Part 4 for private sector persons, for the purpose of
assigting them to comply with the Health Privacy Principles and this Part.
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Division 2 Retention of health information

Clause 25 requires hedlth service providers to retain health information relating to
an individual for 7 years from the last occasion on which a hedth service was
provided to the individual by the health service provider. If the hedlth information
was collected while the individua was under the age of 18 years, the health service
provider must retain the health information until the individua has attained the age
of 25 years.

Division 3 Access to health information

The Divison (clauses 26-32) sats out procedures by which an individua can
request and be given access to hedlth information relating to the individual held by
aprivate sector person. The private sector person may refuseto give theindividual
access on specified grounds (set out in clause 29).

If the private sector person refuses to give the individua access to the hedth
information on the ground that providing access would pose a serious thregt to the
life or health of theindividual, the individual may request the private sector person
to give access ingtead to a registered medica practitioner nominated by the
individual .

Division 4 Amendment of health information

The Divison (clauses 33-37) sets out procedures by which an individua can
request amendment of health information relating to theindividua held by aprivate
sector person if the individua claims that the health information is inaccurate, out
of date, incomplete or mideading. The private sector person may refuse to amend
the health information on specified grounds (clause 34 (2)).

If the private sector person refuses to amend the health information, the individual
may require the private sector person to add a notation to the health information
specifying therespectsinwhichtheindividua claimstheinformationisincomplete,
incorrect, out of date or mideading, and setting out such information as the
individual claimsis necessary to complete the information or to bring it up to date.
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Part 5 Health privacy codes of practice

The Part (clauses 38-40) makes provision for health privacy codes of practice to
be made by the Minister. A health privacy code of practice may regulate any of the
following matters:

(& thecoallection or retention of health information held by organisations,
(b) theuse or disclosure of health information held by organisations,

(¢) thetransfer by organisations of health information from New South Walesto
ajurisdiction outside New South Wales or to a Commonweslth agency,

(d) the dectronic or computerised linkage of hedth information held by
organisations,

(e) the proceduresfor dealing with health information held by organisations.

Health privacy codes of practice can apply to specified classes of health
information, or to specified organisations or classes of organisations, or to any
specified activity or class of activity.

A hedlth privacy code of practice may modify the application to any organisation
of any Hedlth Privacy Principle or any provision of Part 4.

Part 6 Complaints against private sector persons

Division 1 General

The Divison (clauses 41-47) dlows an individua to make a complaint to the
Privacy Commissioner about an aleged contravention of a Hedth Privacy
Principle, a provision of Part 4 or a hedlth privacy code of practice by a private
sector person.

A complaint against a private sector person is made to the Privacy Commissioner,
who makes a preliminary assessment of the complaint to decide whether or not to
ded with the complaint. If the Privacy Commissioner decides to deal with the
complaint, the Privacy Commission carries out an assessment to determineif there
isaprimafacie case of contravention of aHealth Privacy Principle, a provision of
Part 4 or a hedth privacy code of practice.
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If the Privacy Commissioner is satisfied that there is such a prima facie case of
contravention, the Privacy Commission can deal with the complaint by:

(& endeavouring to resolve the complaint by conciliation, or
(b) further investigating the complaint and making a report, or

(0 determining that the complaint has been resolved to the Privacy
Commissioner’s satisfaction.

If the Privacy Commissioner decidesthat the matter has been resolved or conducts
a conciliation, no further action is to be taken by the Privacy Commissioner
(whether or not the parties reach an agreement at conciliation).

If the Privacy Commissioner makes a report about the complaint, the complainant
can apply to the Administrative Decisions Tribuna to hold an inquiry into the
complaint under Division 2.

Division 2 The functions of the Administrative Decisions
Tribunal

The Division (clauses 48-57) provides for the Administrative Decisions Tribunal
to conduct an inquiry into acomplaint about which the Privacy Commissioner has
made areport. After holding an inquiry, the Tribuna may decide to take no action
on the matter, or it can make a number of orders, including the following:

(8 an order requiring the respondent to the complaint to pay to the complainant
damages not exceeding $40,000 if the respondent is a body corporate, or not
exceeding $10,000 in any other case, by way of compensation for any loss or
damage suffered by reason of the respondent’ s conduct,

(b) an order requiring the respondent to refrain from any conduct or action in
contravention of a Health Privacy Principle, aprovision of Part 4 or a health
privacy code of practice,

(¢) anorder requiring the performance of aHedlth Privacy Principle, aprovision
of Part 4 or ahedth privacy code of practice,

(d) an order requiring health information that has been disclosed to be corrected
by the respondent,

(e) an order requiring the respondent to take specified steps to remedy any loss
or damage suffered by the complainant.

However, the Tribunal make an order for payment of damages only if:

(& the application relates to conduct that occurs after the end of the 12-month
period following the date on which Schedule 1 commences, and
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(b) the Tribund is satisfied that the applicant has suffered financial loss, or
psychological or physical harm, because of the conduct of the respondent.

A person may apped against an order or decison made by the Tribunal to an
Apped Pand of the Tribund.

Part 7 Privacy Commissioner

Clause 58 confers functions on the Privacy Commissioner relating to thefollowing
matters:

(& promoting the adoption of, and monitoring compliance with, the Hedlth
Privacy Principles and the provisions of Part 4,

(b) preparing and publishing guidelines relating to the protection of health
information and other privacy matters, and promoting the adoption of such
guiddlines,

(¢) providing assistance to organisations in adopting and complying with the
Hedlth Privacy Principles and the provisions of Part 4,

(d) conducting research, and collecting and collating information, about any
meatter relating to the protection of hedth information and the privacy of
individuds,

(e) providing advice on matters relating to the protection of health information
and the privacy of individuds,

() recelving, investigating and conciliating complaints about aleged
contraventions of Health Privacy Principles, provisions of Part 4 or health
privacy codes of practice.

Clauses 59-61 provide the Privacy Commissioner with the same powers to make
inquiries and conduct investigations that the Privacy Commissioner has under the
Privacy and Personal Information Protection Act 1998, in order to enable the
Privacy Commissioner to exercise the Privacy Commissioner’ sfunctionsunder the

proposed Act.

Clause 62 enables the Privacy Commissioner to make a written direction
exempting an organisation from a Hedlth Privacy Principle, a provision of Part 4
or a hedth privacy code of practice, or modifying the application of such a
Principle, provision or code. However, such a direction may only be made if it is
inthe publicinterest, and after consultation with the Attorney General and approva
by the Minister.
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Clause 63 empowers the Privacy Commissioner to require an organisation to
provide the Privacy Commissioner with information:

(& concerning the arrangements made by the organisation to enable the
organisation to comply with the Hedlth Privacy Principles, the provisions of
Part 4 and any hedlth privacy code of practice applying to the organisation,
and

(b) demonstrating the means by which the organisation is implementing such
arrangements.

Clause 64 enables the Privacy Commissioner to issue guiddines with respect to
certain matters, and provides for the preparation and making of guiddines. The
Privacy Commissioner cannot issue guidelines unless the guidelines are approved
by the Minister.

Clauses 65-67 provide for the Privacy Commissioner to refer complaints to the
Health Care Complaints Commission, the Commonwesdlth Privacy Commissioner
(that is, the Office of the Privacy Commissioner established by the Privacy
Act 1988 of the Commonwealth), and other persons or bodies.

Part 8 Miscellaneous

Clauses 68 and 69 create new offences relating to corrupt disclosure of hedth
information by public officials and offering to supply hedth information corruptly
disclosed. These offences mirror existing offences in the Privacy and Personal
Information Protection Act 1998. Clause 70 creates offences prohibiting the use of
intimidation, threats or misrepresentationsto persuade an individud to refrain from
making or pursuing arequest, complaint or application under the proposed Act, or
to give a consent (or do, without consent, an act for which consent is required)
under the proposed Act.

Clause 71 prevents the proposed Act from giving rise to any civil or crimina
ligbility except to the extent expressly provided by the proposed Act. For example,
acontravention of the Act does not give rise to any action for abreach of statutory

duty.
Clause 72 protects persons acting in good faith under the proposed Act from any
action for defamation or breach of confidence or any criminad liability.

Clause 73 enables an organisation to charge afee for certain matters, such asgiving
an individua a copy of hedth information. The fee must not exceed any fee
prescribed by the regulations.
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Clause 74 provides that offences against the proposed Act are to be dedt with
summarily before a Loca Court.

Clause 75 empowers the Governor to make regulations for or with respect to
Specified matters.

Clauses 76 and 77 are forma provisions giving effect to Schedule 2 (Savings and
trangitional provisions) and Schedule 3 (Amendment of the Privacy and Personal
Information Protection Act 1998).

Clause 78 providesfor the Minister to review the proposed Act as soon as possible
after 5 years from the date of assent to the proposed Act. A report on the outcome
of the review isto be tabled in Parliament.

Schedule 1 Health Privacy Principles

The Schedule contains the 15 Health Privacy Principles.

Schedule 2 Savings and transitional provisions

The Schedule contains savings and transitiona provisons consequent on the
enactment of the proposed Act.

Schedule 3 Amendment of Privacy and Personal
Information Protection Act 1998

The Schedule contains various amendments to the Privacy and Personal
Information Protection Act 1998 (the PPIP Act). The amendments set out in
Schedule3[2], [3], [5], [12]{20] and [22]{25] are consequentid to the enactment
of the proposed Act. The other amendments are miscellaneous amendmentsto the
PPIP Act.

Schedule 3 [4] and [11] make it clear that the requirements in section 15 of the
PPIP Act relating to dteration of persond information held by public sector
agencies apply despite anything to the contrary in section 25 of the PPIP Act or
section 21 of the State Records Act 1998. Section 25 of the PPIP Act is agenerd
exemption that authorises public sector agencies not to comply with specified
provisions of the PPIP Act if non-compliance is authorised under an Act or any
other law (including the State Records Act 1998). Section 21 of the State Records
Act 1998 prohibits a person from (among other things) atering a State record.
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Section 19 (1) of the PPIP prevents a public sector agency from disclosing certain
persona information unless the disclosure is necessary to prevent a “serious or
imminent threat” to thelifeor hedlth of theindividua concerned or another person.
Schedule 3[6] aters*seriousor imminent threat” to“ seriousand imminent threat”
insection 19 (1), for consistency with the wording of section 18 (1) (c) of the PPIP
Act.

Section 19 (2)—5) of the PPIP Act prevent a public sector agency from disclosing
persona information to any person or body who isin ajurisdiction outsde New
South Wales except in specified circumstances. Schedule 3 [1], [7], [8] and [10]
extend the prohibition to disclosure to Commonwedth agencies, which may be
located within New South Wales. Schedule 3 [9] removes some redundant matter
from section 19.

Schedule 3 [21] inserts two new sectionsinto the PPIP Act. Proposed section 66A
protects persons acting in good faith under that Act from any action for breach of
confidence or defamation and from any criminal liability. This provison reflectsa
smilar provison in the proposed Health Records and Information Privacy
Act 1998 (clause 72) and in the Freedom of Information Act 1989.

Proposed section 66B enables a public sector agency to charge a fee for specified
matters, such as giving an individual a copy of health information.
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Clause 1

Part 1

Health Records and Information Privacy Bill 2002

Preliminary

The Legidature of New South Wales enacts:

Part 1 Preliminary

1

Name of Act
This Act is the Health Records and Information Privacy Act 2002.

Commencement

This Act commences on a day or days to be appointed by
proclamation.

Purpose and objects of Act

(1) Thepurpose of thisAct isto promote fair and responsible handling of
hedlth information by:

@
()
©

protecting the privacy of anindividual’ s health information that
isheld in the public and private sectors, and

enabling individuals to gain access to their health information,
and

providing an accessble framework for the resolution of
complaints regarding the handling of health information.

(2) Theobjects of thisAct are:

(@  tobaancethe publicinterest in protecting the privacy of hedlth
information with the public interest in the legitimate use of that
information, and

(b)  toenhancethe ability of individuasto beinformed about their
hedlth care, and

(c)  topromote the provision of quality health services.

Definitions
(1) InthisAct:

authorised representative has the meaning given by section 8.

Commonwealth agency means an entity referred to in
paragraph (a)—(h) of the definition of agency in the Privacy Act 1988
of the Commonwedlth.

Page 2



Health Records and Information Privacy Bill 2002 Clause 4

Preliminary

Part 1

Commonwealth Privacy Commissioner means the Office of the
Privacy Commissioner established by the Privacy Act 1988 of the
Commonwedlth.

exercise afunction includes perform a duty.
function includes a power, authority or duty.

generally available publication meansa publication (whether in paper
or eectronic form) that isgenerally availableto membersof the public,
but does not include any publication or document declared by the
regulations not to be agenerally available publication for the purposes
of thisAct.

guiddines means guidelines issued by the Privacy Commissioner as
referred to in section 64.

health care means any care, treatment, advice, service or goods
provided in respect of the physical or mentd health of a person.

Health Care Complaints Commisson means the Hedth Care
Complaints Commission constituted by the Health Care Complaints
Act 1993.

health information has the meaning given by section 6.

health privacy code of practice or code means a privacy code of
practice relating to health information made under Part 5.

Health Privacy Principle or HPP means a clause of Schedule 1. A
reference in this Act to a Hedlth Privacy Principle by number is a
reference to the clause of Schedule 1 with that number.

health registration Act has the same meaning as in the Health Care
Complaints Act 1993.

health service includes the following services, whether provided as
public or private services:

(@  medica, hospital and nursing services,
(b)  denta services,

(c)  mentd hedth services,

(d)  pharmaceutical services,

() ambulance services,

()  community health services,

(90 hedth education services,
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Clause 4

Part 1

Health Records and Information Privacy Bill 2002

Preliminary

(h)
(i)

()

()
()

welfare services necessary to implement any services referred
to in paragraphs (8)—9),

services provided by podiatrists, chiropractors, osteopaths,
optometrists, physiotherapists, psychologists and optical
dispensersin the course of providing hedlth care,

sarvices provided by dietitians, masseurs, naturopaths,
acupuncturists, occupationa therapists, speech therapidts,
audiologists, audiometrists and radiographers in the course of
providing hedlth care,

services provided in other dternative hedlth care fields in the
course of providing hedlth care,

a service prescribed by the regulations as a health service for
the purposes of this Act.

health service provider means an organisation that provides a hedlth
service but does not include:

@

()

ahedalth service provider, or aclass of health service providers,

that is prescribed by the regulations as an exempt health service

provider:

0] for the purposes of this Act generdly, or

(i)  for the purposes of specified provisions of this Act, or

(iii)  for the purposes of specified Health Privacy Principles
or health privacy codes of practice, or

(iv)  totheextent to whichit isprescribed by the regulations
as an exempt health service provider, or

an organisation that merely arranges for a hedth service to be
provided to an individual by another organisation.

identifier means an identifier (which is usualy, but need not be, a
number), not being an identifier that consists only of the individud’s
name, thet is:

@

()

assigned to an individua in conjunction with or in relation to
the individud’s hedlth information by an organisation for the
purpose of uniquely identifying that individual, whether or not
it issubsequently used otherwise than in conjunction with or in
relation to health information, or

adopted, used or disclosed in conjunction with or in relation to
the individua’s hedth information by an organisation for the
purpose of uniquely identifying that individual.
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Health Records and Information Privacy Bill 2002 Clause 4

Preliminary

Part 1

immediate family member of an individua means a person who is:

@
()
©

(d)

aparent, child or sibling of the individual, or
aspouse of the individua, or

amember of theindividual’ s household who isardative of the
individual, or

a person nominated to an organisation by the individual as a
person to whom health information relating to the individual
may be disclosed.

investigative agency means any of the following:

@
()
©
()

©
(f)
@
(h)

the Ombudsman’s Office,
the Independent Commission Against Corruption,
the Police Integrity Commission,

the Inspector of the Police Integrity Commission and any staff
of the Inspector,

the Community Services Commission,
the Health Care Complaints Commission,
the office of Legal Services Commissione,

aperson or body prescribed by the regulations for the purposes
of this definition.

law enforcement agency means any of the following:

@

()
©
()
©

(f)
@
(h)

the Police Service, or the police force of another State or a
Territory,

the New South Wales Crime Commission,
the Australian Federa Police,
the Nationa Crime Authority,

the Director of Public Prosecutions of New South Wales, of
another State or a Territory or of the Commonwedlth,

the Department of Corrective Services,
the Department of Juvenile Justice,

aperson or body prescribed by the regulations for the purposes
of this definition.

local government authority means a council, or a county council,
within the meaning of the Local Government Act 1993.
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Clause 4 Health Records and Information Privacy Bill 2002
Part 1 Preliminary
news activity means:

(@  the gathering of news for the purposes of dissemination to the
public or any section of the public, or

(b)  the preparation or compiling of articles or programs of or
concerning news, observations on news or current affairs for
the purpose of dissemination to the public or any section of the
public, or

() thedissemination to the public or any section of the public of
any article or program of or concerning news, observations on
news or current affairs.

news medium means any organisation whose business, or whose
principal business, consists of a news activity.

organisation means a public sector agency or a private sector person.
personal information has the meaning given by section 5.

PPIP Act means the Privacy and Personal Information Protection
Act 1998.

Privacy Commissioner means the Privacy Commissioner appointed
under the PPIP Act.

private sector person means any of the following that is not a public
sector agency:

(@  anatura person,

(b) abody corporate,

(0 apartnership,

(d) atrust or any other unincorporated association or body,

but does not include a smal business operator within the meaning of

the Privacy Act 1988 of the Commonwesdlth, or an agency within the
meaning of that Act.

Note. Small business operator is defined in section 6D of the Privacy Act 1988
of the Commonwealth. Several types of businesses or activities are excluded from
that definition. In particular, under section 6D (4) (b) an individual, body corporate,
partnership, unincorporated association or trust is not a small business operator if
it provides a health service to an individual and holds any health information except
in an employee record.

public sector agency means any of the following:
(@  agovernment department or the Education Teaching Service,
(b) astatutory body representing the Crown,
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Health Records and Information Privacy Bill 2002 Clause 4

Preliminary

Part 1

©
()

C)
(f)
@

a declared authority under the Public Sector Management
Act 1988,

aperson or body in relation to whom, or to whose functions, an

account is kept of administration or working expenses, if the

account:

0] is part of the accounts prepared under the Public
Finance and Audit Act 1983, or

(i)  isrequired by or under any Act to be audited by the
Auditor-General, or

@iii) is an account with respect to which the
Auditor-General has powers under any law, or

(iv) is an account with respect to which the
Auditor-Generd may exercise powers under a law
relating to the audit of accountsif requested to do so by
aMinigter of the Crown,

the Police Service,
aloca government authority,

aperson or body that:

0] provides data services (being services relating to the
collection, processing, disclosure or use of persona
information or that provide for access to such
information) for or on behalf of a body referred to in
paragraphs (a)—f), or that receives funding from any
such body in connection with providing data services,
and

(i)  isprescribed by the regulations for the purposes of this
definition,

but does not include a State owned corporation.
public sector official means any of the following:

@
()
©
()

a person appointed by the Governor, or a Miniger, to a
statutory office,

ajudicia officer within the meaning of the Judicial Officers
Act 1986,

a person employed in the Public Service, the Education
Teaching Service or the Police Service,

alocal government councillor or a person employed by aloca
government authority,
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Clause 4

Part 1

Health Records and Information Privacy Bill 2002

Preliminary

2

3

(e a person who is an officer of the Legidative Council or
Legidative Assembly or who is employed by (or who is under
the control of) the President of the Legidative Council or the
Speaker of the Legidative Assembly, or both,

()  aperson who is employed or engaged by:

0] a public sector agency, or
(i)  apersonreferred to in paragraphs (a)—e),

(90 aperson who acts for or on behaf of, or in the place of, or as
deputy or delegate of, a public sector agency or person referred
to in paragraphs (a)—€).

related body corporate, in relation to an organisation that is a body

corporate, has the same meaning as in the Corporations Act 2001 of

the Commonwedlth.

relative of an individual means agrandparent, grandchild, uncle, aunt,
nephew or niece of the individua.

sibling of an individual includes a half-brother, half-sister, adoptive
brother, adoptive sister, step-brother or step-sister of the individual.

Spouse means.
(@  ahusband or wife, or

(b)  theother party to ade facto relationship (within the meaning of
the Property (Relationships) Act 1984,

but where more than one person would so qualify as a spouse, means
only the last person so to qualify.

saff of the Inspector of the Police Integrity Commission means:

(@  any staff employed under section 92 (1) or (2) of the Police
Integrity Commission Act 1996, and

(b)  any consultants engaged under section 92 (3) of that Act.
State record has the same meaning as in the Sate Records Act 1998.

Tribunal meansthe Administrative Decisions Tribuna established by
the Administrative Decisions Tribunal Act 1997.

A referencein this Act to non-compliance with a requirement of this
Act being permitted (or necessarily implied or reasonably
contemplated) under an Act or other law includes a reference to non-
compliance that is permitted (or necessarily implied or reasonably
contemplated) under an Act of the Commonwealth.

Notes included in this Act do not form part of this Act.
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Health Records and Information Privacy Bill 2002 Clause 5

Preliminary

Part 1

5 Definition of “personal information”

(1) Inthis Act, personal information means information or an opinion
(including information or an opinion forming part of a database and
whether or not recorded in amateria form) about an individua whose
identity is gpparent or can reasonably be ascertained from the
information or opinion.

Persona information includes such things as an individud’s
fingerprints, retina prints, body samples or genetic characteristics.

Personal information does not include any of the following:

2
3)

@
()
©

()

©

(f)

@

(h)

information about an individual who has been dead for more
than 30 years,

information about an individua that is contained in agenerally
available publication,

information about an individua that is contained in adocument
kept in a library, art gdlery or museum for the purposes of
reference, study or exhibition,

information about an individual that is contained in a State
record under the control of the State Records Authority that is
available for public inspection in accordance with the Sate
Records Act 1998,

information about an individud that is contained in archives
within the meaning of the Copyright Act 1968 of the
Commonwealth,

information about a witness who is included in a witness
protection program under the Witness Protection Act 1995 or
who is subject to other witness protection arrangements made
under an Act,

information about an individual arising out of awarrant issued
under the Telecommunications (Interception) Act 1979 of the
Commonwedlth,

information about an individua that is contained in a protected
disclosure within the meaning of the Protected Disclosures
Act 1994, or that has been collected in the course of an
investigation arising out of a protected disclosure,
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Clause 5

Part 1

Health Records and Information Privacy Bill 2002

Preliminary

()

0)
()
()

(m)
(n)

(©)

information about an individua arising out of, or in connection
with, an authorised operation within the meaning of the Law
Enforcement (Controlled Operations) Act 1997,

information about an individua arisng out of a Roya
Commission or Special Commission of Inquiry,

information about anindividual arising out of acomplaint made
under Part 8A of the Police Service Act 1990,

information about an individua that is contained in adocument
of akind referred to in clause 1 or 2 of Schedule 1 (Exempt
documents) to the Freedom of Information Act 1989 (ie
Cabinet documents or Executive Council documents),

information or an opinion about an individud’s suitability for
appointment or employment as a public sector officid,

information about an individua that forms part of an employee
record (within the meaning of the Privacy Act 1988 of the
Commonwedlth) about the individua held by a private sector
person,

information about an individua that is of a class, or is
contained in a document of a class, prescribed by the
regulations for the purposes of this subsection.

6 Definition of “health information”
In this Act, health information means:

@

()
©

persond information that is information or an opinion about:

0] the physical or mental health or adisability (at any time)
of an individud, or

(i)  an individua’s express wishes about the future
provision of hedth servicesto him or her, or

(i)  a hedth service provided, or to be provided, to an
individual, or

other persona information collected to provide, or in providing,

ahedlth service, or

other persond information about an individua collected in
connection with the donation, or intended donation, of an
individua’s body parts, organs or body substances, or
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Health Records and Information Privacy Bill 2002 Clause 6

Preliminary Part 1

(d)  other persond information that is genetic information about an
individual arisng from a hedth service provided to the
individual in aform that is or could be predictive of the hedlth
(a any time) of the individua or of any sibling, relative or
descendant of the individud,

but does not include hedth information, or a class of hedth

information or health information contained in a class of documents,

that is prescribed as exempt health information for the purposes of this

Act generdly or for the purposes of specified provisions of this Act.

7 Capacity

(1) Anindividua is incapable of doing an act authorised, permitted or

required by thisAct if theindividual isincapable (despitethe provision
of reasonable assistance by another person) by reason of age, injury,
illness, physica or mental impairment of:

(@  understanding the genera nature and effect of the act, or
(b)  communicating the individud’s intentions with respect to the
act.

(2) An authorised representative of an individual may do such an act on

behaf of an individua who is incapable of doing that act.

(3) An authorised representative may not do such an act on behaf of an

individual who is capable of doing that act, unless the individua
expressly authorises the authorised representative to do that act.

8 Definition of “authorised representative”
(1) Inthis Act, authorised representative, in relation to an individual,

means:

(@ an atorney for the individua under an enduring power of
attorney, or

(b)  aguardian within the meaning of the Guardianship Act 1987,
or a person responsible within the meaning of Part 5 of that
Act, or

()  aperson having parental responsibility for theindividual, if the
individual isachild, or
(d  aperson who is otherwise empowered under law to exercise

any functions as an agent of or in the best interests of the
individual .
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Clause 8 Health Records and Information Privacy Bill 2002

Part 1 Preliminary

(2) A person is not an authorised representative of an individua for the
purposes of this Act to the extent that acting as an authorised
representative of the individua isinconsistent with an order made by
acourt or tribunal.

(3) Inthissection:
child means an individual under 18 years of age.
parental responsgbility, in relation to a child, means dl the duties,

powers, respongibility and authority which, by law, parents have in
relation to their children.

9 What constitutes “holding” information

For the purposes of this Act, hedth information is held by an

organisation if:

(@  theorganisation isin possession or control of the information
(whether or not theinformation is contained in adocument that
is outside New South Wales), or

(b)  the information is in the possession or control of a person
employed or engaged by the organisation in the course of such
employment or engagement, or

() in the case of a public sector agency—the information is
contained in a State record in respect of which the agency is
responsible under the Sate Records Act 1998.

10 Unsolicited information not considered “collected”

For the purposes of this Act, hedlth information is not collected by an
organisation if the receipt of the information by the organisation is
unsolicited.
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Health Records and Information Privacy Bill 2002 Clause 11

General operation of Act Part 2

Part 2 General operation of Act

11 How this Act applies to organisations

12

13

(1)

2

3

This Act appliesto every organisation that isahealth service provider
or that collects, holds or uses hedlth information.

Note. The term organisation means a public sector agency or a private sector
person.

An organisation to whom or to which this Act appliesis required to
comply with the Health Privacy Principles and with any health privacy
code of practice or provison of Part 4 that is applicable to the
organisation.

An organisation must not do any thing, or engage in any practice, that
contravenes a Hedlth Privacy Principle or a hedlth privacy code of
practice or aprovision of Part 4 in respect of which the organisationis
required to comply.

Note. The application of Health Privacy Principles and the provisions of Part 4 may
be modified by health privacy codes of practice. See section 39.

Crown bound by Act

This Act binds the Crown in right of New South Wales and aso, in so
far asthe legidative power of Parliament permits, the Crownin dl its
other capacities.

Courts, tribunals and Royal Commissions not affected

1)

2

3

Nothing in this Act affects the manner in which a court or tribunal, or
the manner in which the holder of an office relating to a court or
tribunal, exercises the court’s, or the tribuna’s, judicia functions.

Nothing in this Act affects the manner in which a Royal Commission,
or any Specid Commission of Inquiry, exercises the Commission’s
functions.

Inthissection, judicial functionsof a court or tribunal means such of
the functions of the court or tribuna as relate to the hearing or
determination of proceedings before it, and includes:

(& inreation to ajustice—such of the functions of the justice as
relate to the conduct of committal proceedings, and
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Clause 13 Health Records and Information Privacy Bill 2002
Part 2 General operation of Act
(b)  inreationto acoroner—such of the functions of the coroner as
relate to the conduct of inquests and inquiries under the
Coroners Act 1980.
14 Exemption for personal, family or household affairs

15

16

Nothing in this Act applies in respect of the collection, holding,
management, use, disclosure or transfer of hedlth information by an
individual, or hedlth information held by an individual, only for the
purposes of, or in connection with, his or her persond, family or
household affairs.

News media

(1)

2

Nothing in HPP 14, 10, 11 or 14 appliesin respect of the collection,
use or disclosure of hedth information by a news medium if the
collection, use or disclosure is in connection with its news activities.

Nothing in HPP 6-8 or Part 4 gpplies to hedth information held by a
news medium in connection with its news activities unless and until
theinformation is actually disseminated to the public or any section of
the public.

Group practices

(1)

2

Nothing in HPP 1-6, 10 or 11 applies in respect of:

(@ the collection of information from a member of a group
practice by another member of the group practice, or

(b)  the use of hedth information held by a member of a group
practice by another member of the group practice, or

() the disclosure of hedth information held by a member of a
group practice to another member of the group practice,

if the purpose of the collection, use or disclosure is to ensure that a
patient of a member of the group practice receives quality health care
from members of the group practice.

Nothing in HPP 15 applies in respect of the keeping of combined or
joint eectronic records by members of a group practice.
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Health Records and Information Privacy Bill 2002 Clause 16

General operation of Act Part 2

(3) Inthissection:

group practice means.

(@& agroup of 2 or more individuals who each provide a hedlth
service in the course of carrying on a business and who, by
written agreement:

0] carry on the business at shared premises, and
(i)  maintain ashared reception, and
(i)  maintain combined or joint records, or

(b)  theprovison of ahedth service in accordance with such other

arrangements or associations between health service providers

as may be prescribed by the regulations for the purposes of this
definition.

17 Specific exemptions (ICAC, Police Service, PIC, Inspector of PIC and

18

19

Inspector’s staff and NSW Crime Commission)

This Act does not apply to the Independent Commission Against
Corruption, the Police Service, the Police Integrity Commission, the
Inspector of the Police Integrity Commission, the staff of the Inspector
of the Police Integrity Commission and the New South Wales Crime
Commission, except in connection with the exercise of their
administrative and educative functions.

Act does not authorise unauthorised activities

If an organisation is exempt from a Hedlth Privacy Principle, or a
provision of Part 4, the exemption does not operate to authorise the
organisation to do any thing that it is otherwise prohibited from doing
under an Act (including an Act of the Commonwedlth) or any other
law.

Application of Health Privacy Principles to information collected at
certain times

(1) Except as otherwise provided by this section, the Hedlth Privacy

Principlesapply inrelation to al health information, whether collected
by the organisation before or after the commencement of Schedule 1.

(20 HPP 1 (Purposes of collection of hedth information), HPP 2

(Information must be relevant, not excessve, accurate and not
intrusive), HPP 3 (Collection to be from individua concerned) and
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Clause 19

Part 2

Health Records and Information Privacy Bill 2002

General operation of Act

3)

(4)

®)

HPP 4 (Individua to be made aware of certain matters), to the extent
that they apply to the collection of heath information, apply only in
relationto thecollection of healthinformation after the commencement
of Schedule 1.

HPP 7 (Access to hedlth information), HPP 8 (Amendment of hedth
information) and Divisons 3 and 4 of Part 4 apply to al heath
information collected after the commencement of Schedule 1 and also
apply to the following hedth information collected before that
commencement:

(@  ahistory of the hedlth or anillness of an individua,

(b)  any findings on an examination of the individua in relation to
the health or an illness of an individual,

() theresultsof aninvestigation into the health or an illness of an
individual,

(d a diagnoss, or preliminary diagnoss, of an illness of an
individud,

(e aplanof management, or proposed plan of management, of the
treatment or care of an illness of the individud,

()  actiontaken or servicesprovided (whether or not in accordance
with aplan of management) by or under thedirection or referra
of ahedlth service provider in relation to the individud,

(9 hedthinformation about theindividual collected in connection
with the donation, or intended donation, by theindividua of his
or her body parts, organs or body substances,

(h)  genetic information about an individual arising from a health
service provided to the individua in aform that is or could be
predictive of the hedlth (at any time) of theindividua or of any
sbling, relative or descendant of the individual.

HPP 13 (Anonymity) applies only in relation to transactions entered
into, or heath services received, after the commencement of
Schedule 1.

HPP 15 (Linkage of hedth records) applies only in relation to
information collected after the commencement of Schedule 1.
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Health Records and Information Privacy Bill 2002 Clause 20

Provisions for public sector agencies Part 3

Part 3 Provisions for public sector agencies

Note. Section 11 requires organisations to which this Act applies (including public sector
agencies) to comply with the Health Privacy Principles. This Part makes special provision for
public sector agencies, while Part 4 makes special provision for private sector persons.

20 Application of Health Privacy Principles—amendment of health
information

HPP 8 (Amendment of hedlth information), and any provision of a
hedlth privacy code of practice applying to a public sector agency that
relates to the requirements set out in that Hedth Privacy Principle,

applies to public sector agencies despite HPP 8 (4) and section 21 of
the Sate Records Act 1998.

21 Complaints against public sector agencies

(1) Thefollowing conduct by a public sector agency is conduct to which
Part 5 (Review of certain conduct) of the PPIP Act applies:

(@  the contravention of a Hedlth Privacy Principle that appliesto
the agency,
(b)  the contravention of a hedlth privacy code of practice that
appliesto the agency.
(2) For that purpose, areference in that Part:

(@  topersona information is taken to include hedlth information,
and

(b) to an information protection principle is taken to include a
Health Privacy Principle, and

(c) toaprivacy codeof practiceistaken to include ahedth privacy
code of practice.

(3) This section applies only to conduct engaged in &fter the
commencement of this section.

22 Freedom of Information Act 1989 not affected

(1) Nothing in this Act affects the operation of the Freedom of
Information Act 1989.

(2) Inparticular, this Act does not operate:

(@  to modify any exemption under the Freedom of Information
Act 1989, or
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Clause 22 Health Records and Information Privacy Bill 2002
Part 3 Provisions for public sector agencies
(b)  tolessen any obligations under that Act in respect of a public
sector agency.
(3) Without limiting the generdlity of subsection (1), the provisions of the

Freedom of I nformation Act 1989 that impose conditionsor limitations
(however expressed) with respect to any matter referred to in HPP 6
(Information about hedlth information held by organisations), HPP 7
(Access to hedth information) or HPP 8 (Amendment of hedth
information) are not affected by this Act, and those provisionscontinue
to apply in relation to any such matter asif those provisions were part
of thisAct.
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Health Records and Information Privacy Bill 2002 Clause 23

Provisions for private sector persons Part 4
General Division 1

Part 4 Provisions for private sector persons

Note. Section 11 requires organisations to which this Act applies (including private sector
persons) to comply with the Health Privacy Principles and the provisions of this Part. This Part
makes special provision for private sector persons, while Part 3 makes special provision for public
sector agencies.

Division 1 General

23 When non-compliance authorised

A private sector person is not required to comply with a requirement
of this Part applying to the person if:

(@  theprivate sector personislawfully authorised or required not
to comply withiit, or

(b)  non-compliance is otherwise permitted (or is necessarily
implied or reasonably contemplated) under an Act or any other
law.

Note. For example, a medical practitioner who is required to comply with

regulations under the Medical Practice Act 1992 that deal with the retention or

disposal of records held by medical practitioners is not required to comply with
Division 2.

24 Guidelines by Privacy Commissioner

The Privacy Commissioner may issue guiddineswith respect to access
to, and retention and amendment of, health information held by private
sector persons for the purpose of assisting them to comply with the
Hedlth Privacy Principles and this Part.

Division 2 Retention of health information

Note. This Division contains specific provisions that are additional to, and assist the operation of,
the general principles in HPP 5 (Retention and security).

25 Retention of health information: health service providers

(1) A private sector person who is a hedlth service provider must retain
health information relating to an individual as follows:

(@  inthecaseof health information collected while the individua
was an adult—for 7 years from the last occasion on which a
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Clause 25

Part 4

Division 2

Health Records and Information Privacy Bill 2002

Provisions for private sector persons
Retention of health information

Division 3

2

3)

(4)
)

hedlth service was provided to the individua by the hedlth
service provider,

(b)  inthe caseof hedlth information collected while the individua
was under the age of 18 years—until theindividual has attained
the age of 25 years.

A hedth service provider who deletes or disposes of health
information must keep arecord of the name of the individual to whom
the health information rel ated, the period covered by it and the date on
which it was deleted or disposed of.

A hedlth service provider who transfers health information to another
organisation and does not continueto hold arecord of that information
must keep a record of the name and address of the organisation to
whom or to which it was transferred.

A record referred to in subsection (2) or (3) may be kept in eectronic
form, but only if it is capable of being printed on paper.

Nothing in this section authorises a hedlth service provider to delete,
dispose of or transfer health information in contravention of an Act
(including an Act of the Commonwedlth) or any other law.

Access to health information

Note. This Division contains specific provisions for private sector persons that are additional to,
and assist the operation of, the general principles in HPP 7 (Access to health information).

26 Making arequest for access

(1)

An individuad may request a private sector person to provide the

individual with access to hedlth information relating to the individua

held by the private sector person. A request must:

(@&  beinwriting, and

(b) date the name and the address of the individua making the
request, and

(¢  sufficiently identify the hedlth information to which accessis
sought, and

(d)  specify theforminwhichtheindividua wishestheinformation
to be provided, being aform provided for by this Act.
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Health Records and Information Privacy Bill 2002 Clause 26

Provisions for private sector persons Part 4
Access to health information Division 3
(2) Anindividua who requests accessto hedlth information relating to the

individua may authorise another person to have access to the
information in the place of the individua. Such an authority must:

(@  beinwriting, and

(b)  name the person who is authorised to have access to the
information.

A private sector person is to provide access under this Act in
accordance with any such written authority.

Note. This section does not prevent an individual and a private sector person from
making other arrangements for access to information: see section 32.

27 Response to request for access

)
2

3

(4)

®)
(6)

A private sector person must respond to a request for access within
45 days after receiving the request.

A private sector person responds to a request for access by:
(@  providing access to the information as required by this Act, or
(b)  refusing accessto the information.

A private sector person who refuses to give an individual access to
information must give the individua a written reason for refusa of
access, being areason for refusal provided for by this Act.

A private sector person who charges a fee for providing access to
information need not provide access until 7 days after payment of the
fee, if:

(@  theprivate sector person has given theindividual written notice
stating that access will be provided on payment of a specified
fee, and

(b)  that notice is given within 45 days after receiving a request.

Access may be refused to apart of the information to which arequest
relates (with access provided to the remainder of the information).

A private sector person is taken to have refused access to hedth
information if the private sector person fails to respond to the request
for access as required by this section.
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Clause 28

Part 4

Division 3

Health Records and Information Privacy Bill 2002

Provisions for private sector persons
Access to health information

28 Form of access

1)

2

3

(4)

Accessto hedlth information relating to an individua isto be provided
to the individua:

(@  bygivingtheindividual acopy of the hedth information, or

(b)  bygivingtheindividua areasonableopportunity to inspect and
take notes from the health information.

If an individual has requested that access to hedth information be
provided in a particular form, the private sector person is to provide
access in that form, and in accordance with any guidelines issued by
the Privacy Commissioner for the purposes of this section.

Despite subsection (2), a private sector person may refuse to provide
access to hedth information in the form requested if providing the
information in that form:

(@ would place unreasonable demands on the organisation’s
resources, or

(b)  would be detrimentd to the preservation of the information or
(having regard to the physical form in which theinformationis
contained) would otherwise not be appropriate, or

(0  wouldinvolveaninfringement of copyright subsistingin matter
contained in the information.

If accessisrefused under this clause, the information isto be provided
in another form.

Despite anything to the contrary in this Part or HPP 7, a private sector
person who receives a request for access to health information
collected before the commencement of this section need only give the
individual an accurate summary of the health information.

29 Situations where access need not be granted

A private sector person is not required to provide an individua with
access to hedth information relating to the individual held by the
private sector person if:

(@&  providing access would pose a serious threat to the life or
hedlth of theindividua or any other person and refusing access
isin accordance with guiddines, if any, issued by the Privacy
Commissioner for the purposes of this paragraph, or
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Health Records and Information Privacy Bill 2002 Clause 29

Provisions for private sector persons Part 4
Access to health information Division 3

()

(©

©

©
(f)
@

(h)

(i)

0)

()

providing access would have an unreasonable impact on the
privacy of other individuds and refusing access is in
accordance with guidelines, if any, issued by the Privacy
Commissioner, or

the information relates to existing or anticipated lega
proceedings between the private sector person and the
individual and the information would not be accessible by the
process of discovery in those proceedings or is subject to lega
professiona privilege, or

providing access would reved the intentions of the private
sector person in relation to negotiations, other than about the
provision of ahealth service, with theindividual in such away
as to expose the private sector person unreasonably to
disadvantage, or

providing access would be unlawful, or
denying access is required or authorised by or under law, or

providing access would be likely to prgjudice an investigation
of possible unlawful activity, or

providing access would be likey to pregudice a law
enforcement function by or on behaf of alaw enforcement
agency, or

a law enforcement agency performing a lawful security
function asks the private sector person not to provide accessto
the information on the basis that providing access would be
likely to cause damage to the security of Australia, or

the request for access is of a kind that has been made
unsuccessfully on at least one previous occasion and there are
no reasonable grounds for making the request again, or

the individua has been provided with access to the hedlth
information in accordance with this Act and is making an
unreasonable, repeated request for access to the same
information in the same manner.

30 Access refused because serious threat to individual

(1) This section applies if a private sector person that holds health
information about an individual refuses to provide theindividua with
access to the health information on the ground that providing access
would pose a serious thregt to the life or health of the individual.
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Clause 30

Part 4

Division 3

Health Records and Information Privacy Bill 2002

Provisions for private sector persons
Access to health information

31

32

2

3
(4)

)

The individua may request the private sector person to give accessto
the information to a registered medica practitioner nominated by the
individua.

Therequest isto be made within 21 days after the notice of refusal was
received.

The notice of refusal:

(@  must advise the individud that he or she may nominate a
medical practitioner to be given access to the hedth
information, and

(b)  must advisetheindividual that if he or she nominates amedical
practitioner, the nomination must be made to the private sector
person within 21 days after receiving the notice of refusal.

The private sector person must provide access to the hedth
information to the nominated registered medical practitioner within 21
days after being advised by the individua of the nomination of the
practitioner.

Private sector person may require evidence of identity or authority

(1)

2

)

Before aprivate sector person provides access to hedth information to
a person, the private sector person must take reasonable steps to be
satisfied about that person’s authority to have access to the
information.

For this purpose, the private sector person may require evidence of:
(@  theperson’sidentity, and

(b)  if person seeking access claims to be authorised to have access
to the information under section 26 (2), the authority of that
person, and

() if the person seeking access clams to be an authorised
representative of the individual to whom the information
relates, the authority of that person.

Note. The term authorised representative is defined in section 8.

Alternative arrangements may be made

Nothing in this Division isintended to prevent or discourage aprivate
sector person from providing an individual, with his or her consent,
with accessto hisor her health information otherwise than asrequired
by this Division.
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Health Records and Information Privacy Bill 2002 Clause 32

Provisions for private sector persons Part 4
Access to health information Division 3
(2) A private sector person is not to provide an individua with access to

Division 4

hedlth information otherwise than as required by this Division unless
the private sector person has informed the individuad of the
requirements of this Division.

Amendment of health information

Note. This Division contains specific provisions for private sector persons that are additional to,
and assist the operation of, the general principles in HPP 8 (Amendment of health information).

33 Making a request for amendment

An individua may request a private sector person to amend hedlth
information relating to theindividua held by the private sector person.
The request must:

(@  beinwriting, and

(b) date the name and the address of the individua making the
request, and

(¢) identify the health information concerned, and

(d)  specify the respect or respects in which the individua claims

the hedth information is inaccurate, out of date, irrdevant,
incomplete or mideading, and

() if the request specifies that the individua claims the hedlth
information is incomplete or out of date—be accompanied by
such information as the individua clams is necessary to
complete the hedlth information or to bring it up to date.

34 Response to request for amendment

(1)
2

3

A private sector person must respond to a request for amendment
within 45 days after receiving the request.

A private sector person responds to arequest by:
(@&  making the amendment requested, or
(b)  refusing to make the amendment requested.

A private sector person may refuse to amend hedth information in
accordance with a request:

(@ if it is satisfied that the health information is not incomplete,
incorrect, irrelevant, out of date or mideading, or
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Clause 34 Health Records and Information Privacy Bill 2002
Part 4 Provisions for private sector persons
Division 4 Amendment of health information
(b) if itissatisfied that the request contains or is accompanied by
matter that isincorrect or mideading in amateria respect.
(4) A private sector person who refuses to make an amendment requested
must give the individua awritten reason for the refusal.
(5) A private sector person is taken to have refused to make the

amendment requested if the private sector person fails to respond to
the request for amendment as required by this section.

35 Notations added to records

1)

2

3

If aprivate sector person hasrefused to amend health information held
by the person, the individua to whom the information relates may, by
notice in writing, require the private sector person to add to the hedlth
information a notation:

(@  specifying the respects in which the individua clams the
information to be incomplete, incorrect, irrelevant, out of date
or mideading, and

(b) if theindividua claimstheinformation to be incomplete or out
of date—setting out such information as the individual claims
IS necessary to complete the information or to bring it up to
date.

The private sector person must take reasonable steps to comply with
the requirements of a notice given under this section and is to cause
written notice of the steps taken, and the nature of a notation, to be
given to theindividual.

If the private sector person discloses to any person or organisation
(including any public sector agency or any Minister) any hedth
information to which a notice under this section relates, the private
Sector person:

(@&  must ensure that there is given to that person or organisation,
when the information is disclosed, a statement:

0] stating that the person to whom the information relates
claims that the information is incomplete, incorrect,
irrdlevant, out of date or miseading, and

(i)  setting out particulars of a notation added to the
information under this section, and

(b)  may include in the statement the reason for the private sector
person’s refusa to amend its records in accordance with the
notation.
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Health Records and Information Privacy Bill 2002 Clause 35

Provisions for private sector persons Part 4
Amendment of health information Division 4
(4) Nothing in this section is intended to prevent or discourage private

sector persons from giving particulars of a notation added to hedth
information under this section to a person or organisation (including a
public sector agency or any Minister) to whom information was given
before the commencement of this section.

36 Private sector person may require evidence of identity or authority

37

1)

2

Beforeaprivate sector person amends heal th information at the request
of an individua or an authorised representative of the individual, the
private sector person must take reasonable steps to be satisfied about
the authority of the person making the request to request amendment
of the information.

For this purpose, the private sector person may require evidence of:
(@  theidentity of the person making the request, and

(b) if the person making the request claims to be an authorised
representative of the individua to whom the information
relates, the authority of that person.

Note. The term authorised representative is defined in section 8.

Alternative arrangements may be made

1)

2

Nothing in this Division isintended to prevent or discourage aprivate
sector person from providing an individual, with his or her consent,
with an opportunity to amend his or her health information otherwise
than as required by this Division.

A private sector person is not to provide an individua with an
opportunity to amend health information otherwise than asrequired by
this Divison unless the private sector person has informed the
individual of the requirements of this Division.
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Clause 38

Part 5

Health Records and Information Privacy Bill 2002

Health privacy codes of practice

Part 5 Health privacy codes of practice

38 Operation of health privacy codes of practice

(1)

2

3

(4)

®)

Hedlth privacy codes of practice may be made for the purpose of
protecting the privacy of hedth information with respect to
individuas.

A hedlth privacy code of practice may regulate any of the following
meatters:

(@ the collection or retention of hedth information held by
organisations,

(b) the use or disclosure of hedth information held by
organisations,

() thetransfer by organisations of health information from New
South Wales to ajurisdiction outside New South Wales or to a

Commonwedlth agency,

(d) the eectronic or computerised linkage of hedlth information
held by organisations,

() the procedures for dealing with hedlth information held by
organisations.

In particular, a hedth privacy code of practice may provide for the
protection of health information contained in arecord that ismorethan
30 years old, and any such provision has effect despite the provisions
of any other Act that deals with the disclosure of, or access to, health
information of that kind. Any such code mugt, to the extent that it
relates to hedlth information contained in a State record that is more
than 30 years old, be congstent with any relevant guidelines issued
under section 52 of the State Records Act 1998.

A hedlth privacy code of practice can apply to any one or more of the
following:

(@  any specified class of hedlth information,

(b)  any specified organisation or class of organisation,

(o)  any specified activity or class of activity.

Except in the case of ahealth privacy code of practice that is referred

to in subsection (3), a code cannot affect the operation of any
exemption provided under this Act.
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Health Records and Information Privacy Bill 2002 Clause 38

Health privacy codes of practice Part 5

(6) A hedth privacy code of practice:

@

()

must provide standards of hedth information privacy
protection that operate to protect organisations from any
restrictions in relation to the importation of health information
into New South Wales, and

must not impose on any organisation any requirementsthat are
more stringent (or of ahigher standard) than the Health Privacy
Principles.

39 Modification of Health Privacy Principles or Part 4

(1) A hedth privacy code of practice may modify the application to any
organisation or class of organisation of any one or more of the Health
Privacy Principles or any provision of Part 4.

(2) A code may:

@

()

(©

specify requirements that are different from the requirements
set out in the Health Privacy Principles or in a provision of
Part 4, or exempt any activity or conduct of or by the
organisation or class of organisation from compliance with any
such Principle or provision, or

specify the manner in which any one or more of the Health
Privacy Principles or any provision of Part 4 are to be applied
to, or are to be followed by, the organisation or class of
organisation, and

exempt an organisation or class of organisation from the
requirement to comply with any Health Privacy Principleor any
provision of Part 4.

40 Preparation and making of health privacy codes of practice
(1) The Privacy Commissioner, or any organisation, may:

2

@
()
©

initiate the preparation of a draft health privacy code of
practice, and

develop the draft code in consultation with such other persons
or bodies as the Commissioner or organisation thinks fit, and

submit the draft code to the Minister.

If a draft code is initiated and prepared by an organisation, the
organisation must consult with the Privacy Commissioner on the draft
code before it is submitted to the Minister.
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Clause 40

Part 5

Health Records and Information Privacy Bill 2002

Health privacy codes of practice

3)

4)

®)

(6)
()

The Privacy Commissioner may make such submissions to the
Minister in respect of adraft code as the Privacy Commissioner thinks
appropriate.

Once adraft code is submitted to the Minister, the Minister may, after
taking into consideration any submissions by the Privacy
Commissioner and after consulting the Attorney Genera about the
draft code, decide to make the code.

A hedth privacy code of practice is made by order of the Minister
published in the Gazette.

A code takes effect when the order making the code is published (or
on such later date as may be specified in the order).

The procedures specified in this section extend to any amendment of
a hedth privacy code of practice.
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Health Records and Information Privacy Bill 2002 Clause 41

Complaints against private sector persons Part 6

General

Division 1

Part 6 Complaints against private sector persons

Division 1 General
41 Definitions
In this Part:
complainant, in relation to acomplaint, means the person who makes
the complaint.

42

43

respondent, in relation to a complaint, means a person against whom
the complaint is made.

Making of privacy related complaints

(1) A complaint may be made to the Privacy Commissioner about the
aleged contravention of any of the following by a private sector

person:

(@  aHeadlth Privecy Principle,

(b) aprovison of Part 4,

()  ahedth privacy code of practice.
(2 A complaint must be made:

(@  inwriting, and

(b)  inaccordancewith such regulations (if any) asmay be madefor
the purposes of this section.

(3) A complaint must be made within 6 months (or such later time asthe
Privacy Commissioner may alow) after the time the complainant first
became aware of the conduct the subject of the complaint.

(4) A complainant may amend or withdraw a complaint.

(5) This Part does not apply to any conduct that occurred before the
commencement of this Part.

Preliminary assessment of complaints

(1) The Privacy Commissioner may conduct a preliminary assessment of
acomplaint made under this Part for the purpose of deciding whether
to ded with the complaint.
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Clause 43

Part 6

Division 1

Health Records and Information Privacy Bill 2002

Complaints against private sector persons
General

(2) ThePrivacy Commissioner may decide not to deal with acomplaint if
the Privacy Commissioner is satisfied that:

@

()
©

()
©

(f)

the complaint isfrivolous, vexatious or lacking in substance, or
isnot in good faith, or

the subject matter of the complaint istrivia, or

the subject matter of the complaint rel atesto amatter permitted
or required by or under any law, or

thereis available to the complainant an adternative, satisfactory
and readily available means of redress, or

the matter should be referred to the Health Care Complaints
Commission or another person or body under section 65, 66 or
67, or

the person has made a complaint about the same subject matter

to the Commonwedth Privacy Commissioner, or to an

adjudicator under an approved privacy code within the

meaning of the Privacy Act 1988 of the Commonweslth, and:

0] the complaint has not been withdrawn, or

(i)  the Commonwealth Privacy Commissioner has made a
determination under section 52 of that Act, or

(i)  the adjudicator has made a determination under a
provision of the approved privacy code that
corresponds to section 52 of that Act.

(3) If the Privacy Commissioner decides not to deal with acomplaint, the
Privacy Commissioner must advise the complainant of the reasons for
deciding not to dedl with the complaint.

44  Assessment of complaints

(1) If the Privacy Commissioner decides to deal with a complaint made
under this Part, the Privacy Commissioner:

@

()

is to carry out an assessment to determine whether there is a
prima facie case that the respondent contravened a Hedth
Privacy Principle, aprovision of Part 4 or ahedlth privacy code
of practice, and

for that purpose, may make such inquiries and investigations
into the complaint as the Privacy Commissioner thinks

appropriate.
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Health Records and Information Privacy Bill 2002 Clause 44

Complaints against private sector persons Part 6
General Division 1
(2) If, after carrying out such an assessment, the Privacy Commissioner is

3)

satisfied that there is no prima facie case that the respondent
contravened a Hedth Privacy Principle, a provison of Part 4 or a
hedlth privacy code of practice, the Privacy Commissioner is to cease
to deal with the complaint.

If the Privacy Commissioner ceases to ded with a complaint, the
Privacy Commissioner must advise the complainant of the reasonsfor
ceasing to dea with the complaint.

45 Dealing with complaint

)

2

3

If the Privacy Commissioner is satisfied that thereisaprimafacie case
that the respondent contravened a Hedth Privacy Principle, a
provison of Part 4 or a hedth privacy code of practice, the Privacy
Commissioner may:

(@  endeavour to resolve the complaint by conciliation under

section 46, or

(b)  further investigate the complaint and make a report under
section 47, or

()  determine that the complaint has been resolved to his or her
satisfaction.

In deciding which course of action to take, the Privacy Commissioner
isto take into congderation the following matters:

(@  thenature of the complaint,
(b)  theviews of the complainant and respondent,

()  any actiontaken by the respondent (or that the respondent gives
an undertaking to take) to address the complaint,

(d)  whether the complaint raises a matter of public interest.

If the Privacy Commissioner determines that the complaint has been
resolved to hisor her satisfaction under subsection (1) (c), the Privacy
Commissioner isto:

(@  notify thecomplainant and the respondent of the determination,
and

(b)  takeno further action on the complaint.
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Clause 46

Part 6
Division

1

Health Records and Information Privacy Bill 2002

Complaints against private sector persons
General

46 Resolution of complaint by conciliation

47

D)
2

3

(4)

®)
(6)

()

The Privacy Commissioner may endeavour to resolvethe complaint by
conciliation.

The Privacy Commissioner may by written notice request the
complainant and the respondent to appear before the Privacy
Commissioner in conciliation proceedings.

A person or body must not without reasonable excuse fail to comply
with the terms of a notice under subsection (2).

Maximum penalty: 50 pendlty unitsin the case of abody corporate or
10 pendlty unitsin any other case.

The parties to any such conciliation proceedings before the Privacy
Commissioner are not entitled to be represented by any other person
except by leave of the Privacy Commissioner.

The procedures for conciliation are to be determined by the Privacy
Commissioner.

Evidence of anything said or done in the course of conciliation
proceedings under this section is not admissible in subsequent
proceedings under this Part relating to the complaint.

The Privacy Commissioner is to take no further action after the
conclusion of the conciliation proceedings, whether or not the parties
reach any agreement as a result of the proceedings.

Reports and recommendations of Privacy Commissioner

(1)

2

3

The Privacy Commissioner may make a written report as to any
findings or recommendations by the Privacy Commissioner in relation
to a complaint dealt with by the Privacy Commissioner under
section 45 (1) (b).

The Privacy Commissioner may give a copy of any such report to the
complainant, the respondent and to such other persons or bodies as
appear to be materially involved in matters concerning the complaint.

A report under this section is admissible in subsequent proceedings
under this Part relating to the complaint.
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Health Records and Information Privacy Bill 2002 Clause 48

Complaints against private sector persons Part 6
Functions of the Tribunal Division 2
Division 2 Functions of the Tribunal

Note. The Administrative Decisions Tribunal Act 1997 contains provisions dealing with the
procedure of the Tribunal, including matters such as who may be a party to proceedings for an
original decision and representation of parties.

48 Application to Tribunal

(1)

2

3)

A person who has made a complaint to the Privacy Commissioner
under Divison 1 may apply to the Tribuna for an inquiry into the
complaint, but only if the complaint was the subject of areport of the
Privacy Commissioner under section 47.

Note. This section confers jurisdiction on the Tribunal to make an original

decision. It does not confer jurisdiction to review a decision of the Privacy
Commissioner.

An gpplication may only be made within 28 days after:

(@  the day on which the complainant received the report of the
Privacy Commissioner, or

(b) the day (if any) recommended in the report of the Privacy
Commissioner as the day after which an application may be
made to the Tribuna,

whichever islater.

However, aperson cannot apply to the Tribund if the person has made
a complaint about the same subject matter to the Commonwedlth
Privacy Commissioner, or to an adjudicator under an approved privacy
code within the meaning of the Privacy Act 1988 of the
Commonwedlth, and:

(@  thecomplaint has not been withdrawn, or

(b) the Commonwedth Privacy Commissoner has made a
determination under section 52 of that Act, or

() theadjudicator has made a determination under a provision of
the approved privacy code that corresponds to section 52 of
that Act.

49 Inquiries into complaints

The Tribunal is to hold an inquiry into a complaint that is the subject
of an gpplication.
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Clause 50 Health Records and Information Privacy Bill 2002

Part 6 Complaints against private sector persons
Division 2 Functions of the Tribunal
50 Appearance by Privacy Commissioner
(1) The Privacy Commissioner is to be notified by the Tribuna of any
gpplication made to it under section 48.
(2) The Privacy Commissioner has aright to appear and be heard in any
proceedings before the Tribunal in relation to an inquiry under this
Part.
51 Proof of exemption
If in proceedings in relation to an inquiry into a complaint the
respondent relies on an exemption under any provision of this Act or
the regulations, the onus of proving that the exemption applies to the
respondent in the circumstances lies on the respondent.
52  Tribunal may dismiss frivolous etc complaints
(1) If, a any stage of an inquiry into acomplaint, the Tribund is satisfied
that the complaint is frivolous, vexatious, misconceived or lacking in
substance, or that for any other reason the complaint should not be
dedlt with, it may dismiss the complaint.
(2) TheTribuna may dismissacomplaint if satisfied that the person does
not wish to proceed with the complaint.
(3) If the Tribuna dismisses a complaint under this section, it may order
the complainant to pay the costs of the inquiry.
53 Relationship to Administrative Decisions Tribunal Act 1997
Nothing in section 52 limits the generdlity of the powers conferred on
the Tribuna by Chapter 6 of the Administrative Decisions Tribunal
Act 1997.
54  Order or other decision of Tribunal

(1) After holding an inquiry, the Tribuna may decide not to take any
action on the matter, or it may make any one or more of the following
orders.

(@  subject to subsection (2), an order requiring the respondent to
pay to the complainant damages not exceeding $40,000 if the
respondent is a body corporate, or not exceeding $10,000 in
any other case, by way of compensation for any loss or damage
suffered by reason of the respondent’s conduct,
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Health Records and Information Privacy Bill 2002 Clause 54

Complaints against private sector persons Part 6
Functions of the Tribunal Division 2

55

2

3

(b)  an order requiring the respondent to refrain from any conduct
or action in contravention of a Hedth Privacy Principle, a
provision of Part 4 or a hedlth privacy code of practice,

(¢ an order requiring the performance of a Hedth Privacy
Principle, a provision of Part 4 or a hedth privacy code of
practice,

(d)  anorder requiring health information that has been disclosed to
be corrected by the respondent,

(¢ an order requiring the respondent to take specified steps to
remedy any loss or damage suffered by the complainant,

()  suchancillary orders asthe Tribuna thinks appropriate.
The Tribunal may make an order under subsection (1) (&) only if:

(@  the application relates to conduct that occurs after the end of
the 12-month period following the date on which Schedule 1
commences, and

(b) theTribund issatisfied that the applicant has suffered financia
loss, or psychological or physical harm, because of the conduct
of the respondent.

In making an order for damages under this section concerning a
complaint lodged on behaf of a person or persons, the Tribuna may
make such order asit thinks fit as to the gpplication of those damages
for the benefit of the person or persons.

Costs

1)
2

Except as provided by section 52 and subsection (2), each party to an
inquiry isto pay hisor her own costs.

If the Tribuna is of the opinion in a particular case that there are
circumstances that justify it doing so, it may make such order as to
costs and security for costs, whether by way of interim order or
otherwise, asit thinks fit.

56 Compliance with order of Tribunal

A person must not refuse, neglect or for any reason fail to obey or
comply with an order referred to in section 54 (1) (b)), or an
interim order, of the Tribunal.

Maximum penaty: 50 penalty unitsin the case of abody corporate or
10 pendlty unitsin any other case.
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Clause 57 Health Records and Information Privacy Bill 2002

Part 6 Complaints against private sector persons
Division 2 Functions of the Tribunal

57 Appeals to Appeal Panel against decisions and orders of Tribunal

An order or other decision made by the Tribunal under this Division
may be appeded to an Appea Panel of the Tribuna under Part 1 of
Chapter 7 of the Administrative Decisons Tribunal Act 1997 by a
party to the proceedings in which the order or decision is made.
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Health Records and Information Privacy Bill 2002 Clause 58

Privacy Commissioner

Part 7

Part 7 Privacy Commissioner

58 Functions of Privacy Commissioner
The Privacy Commissioner has the following functions:

@
()

©

()

©
(f)

@

to promote the adoption of, and monitor compliance with, the
Hedlth Privacy Principles and the provisions of Part 4,

to prepare and publish guideines relating to the protection of
hedlth information and other privacy matters, and to promote
the adoption of such guidelines,

to provide assstance to organisations in adopting and
complying with the Hedth Privacy Principles and the
provisions of Part 4,

to conduct research, and collect and collate information, about
any matter relating to the protection of hedlth information and
the privacy of individuas,

to provide advice on matters relating to the protection of health
information and the privacy of individuals,

to receive, investigate and conciliate complaints about aleged
contraventions of the Hedth Privacy Principles, the provisions
of Part 4 or any hedlth privacy code of practice,

such other functions as are conferred by this Act.

Note. The Privacy Commissioner may also deal with privacy related complaints
under Parts 4 and 5 of the PPIP Act.

59 Requirement to give information

(1) ThePrivacy Commissioner may, in connection with the exercise of the
Privacy Commissioner’ sfunctions, require any person or organi sation:

@
()

©
2 ThePr

to give the Privacy Commissioner a statement of information,
or

to produce to the Privacy Commissioner any document or other
thing, or

to give the Privacy Commissioner a copy of any document.
ivacy Commissioner is not to make any such requirement if it

appears to the Privacy Commissioner that:

@

the person or organisation concerned does not consent to
compliance with the requirement, and
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Clause 59

Part 7

Health Records and Information Privacy Bill 2002

Privacy Commissioner

60

3)

(4)

(b)  the person or organisation would not, in court proceedings, be
required to comply with a similar requirement on the grounds
of public interest, privilege againgt self-incrimination or legal
professiona privilege.

A requirement under this section must be in writing, must specify or
describetheinformation, document or thing required, and must specify
the time and manner for complying with the requirement.

This section does not confer any function on the Privacy
Commissioner that may be exercised in relation to the Independent
Commission Against Corruption.

Inquiries and investigations

)

2

3

(4)

For the purposes of any inquiry or investigation conducted by the
Privacy Commissioner under this Act, the Privacy Commissioner has
the powers, authorities, protections and immunities conferred on a
commissioner by Divison 1 of Part 2 of the Royal Commissions
Act 1923, and that Act (section 13 and Division 2 of Part 2 excepted)
applies (subject to this section) to any witness summoned by or
appearing before the Privacy Commissioner in the same way as it
applies to a witness summoned by or appearing before a
commissioner.

Subsection (1) does not confer any function on the Privacy
Commissioner that may be exercised in relation to the Independent
Commission Against Corruption, Police Integrity Commission,
Inspector of the Police Integrity Commission, staff of the Inspector of
the Police Integrity Commisson or New South Wades Crime
Commission.

Any inquiry or investigation conducted by the Privacy Commissioner
under this Act is to be conducted in the absence of the public, except
as otherwise directed by the Privacy Commissioner.

The Privacy Commissioner, in the course of conducting an inquiry or
investigation under this Act, must set aside any requirement:

(@  togiveany statement of information, or
(b)  to produce any document or other thing, or
() togiveacopy of any document, or

Page 40

© 00 NO U B~ WDNBE

=
o

11

12
13
14
15
16
17
18
19
20

21
22
23
24
25
26

27
28
29

30
31

32
33



Health Records and Information Privacy Bill 2002 Clause 60

Privacy Commissioner Part 7

(d)  toanswer any question,

if it appears to the Privacy Commissioner that the person or
organisation concerned does not consent to compliance with the
requirement and the person or organisation would not, in court
proceedings, be required to comply with asimilar requirement on the
grounds of public interest, privilege against salf-incrimination or lega
professona privilege. However, the person or organisation must
comply with any such requirement despite any duty of secrecy or other
restriction on disclosure.

(5) A person is not entitled to be represented by another person at an

inquiry or investigation conducted by the Privacy Commissioner
except with the leave of the Privacy Commissioner.

(6) ThePrivacy Commissioner may alow any person appearing beforethe

Privacy Commissioner to have the services of an interpreter.

61 General procedure for inquiries and investigations

The Privacy Commissioner:

(@  may determine the procedures to be followed in exercising the
Privacy Commissioner’ sfunctionsunder thisAct, including the
procedures to be followed at an inquiry or investigation
conducted by the Privacy Commissioner, and

(b) istoactinaninforma manner (including avoiding conducting
formal hearings) as far as possible, and

()  isnot bound by the rules of evidence and may inform himself
or hersdf on any matter in any way that the Privacy
Commissioner considersto be just, and

(d) isto act according to the substantial merits of the case without
undue regard to technicalities.

62 Exempting organisations from complying with Principles and codes
(1) ThePrivacy Commissioner may, in accordancewith thissection, make

awritten direction that:

(@  anorganisationisnot required to comply with aHealth Privacy
Principle, a provision of Part 4 or a health privacy code of
practice, or
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Clause 62 Health Records and Information Privacy Bill 2002

Part 7 Privacy Commissioner

(b)  the application of a Health Privacy Principle, a provision of
Pat 4 or a code to an organisation is to be modified as
gpecified in the direction.

(2) Any such direction has effect despite any other provision of this Act.

(3) The Privacy Commissioner is not to make a direction under this
section unless:

(@  thePrivacy Commissioner issatisfied that the publicinterestin
requiring the organisation to comply with the Hedlth Privacy
Principle, the provision of Part 4 or hedth privacy code of
practice is outweighed by the public interest in the Privacy
Commissioner making the direction, and

(b)  thePrivacy Commissioner has consulted the Attorney Generd
about the direction, and

() theMinister has approved the making of the direction.

63 Information about compliance arrangements

(1) ThePrivacy Commissioner may require an organisation to provide the
Commissioner with information:

(@&  concerning the arrangements made by the organisation to
enable the organisation to comply with the Hedth Privacy
Principles, the provisions of Part 4 and any hedlth privacy code
of practice applying to the organisation, and

(b) demonstrating the means by which the organisation is
implementing such arrangements.

(2 Any such requirement must be in writing and specify a time for
complying with the requirement.

(3) This section does not confer any function on the Privacy
Commissioner that may be exercised in relation to the Independent
Commission Against Corruption, Police Integrity Commission,
Inspector of the Police Integrity Commission, staff of the Inspector of
the Police Integrity Commission, New South Wales Crime
Commission or Ombudsman’s Office.
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Health Records and Information Privacy Bill 2002 Clause 64

Privacy Commissioner Part 7

64 Guidelines by Privacy Commissioner

D)

2
3

(4)

®)

The Privacy Commissioner may issue guiddinesfor or with respect to
any matter for which guidelines may be issued under this Act. The
Privacy Commissioner may from time to time amend or replace the
guiddines.

Guiddines issued by the Privacy Commissioner may apply, adopt or
incorporate any publication as in force for the time being.

The Minister may request the Privacy Commissioner to develop
guidelines relating to any matter that the Minister considers should be
the subject of guidelines.

The procedure for the issuing of guiddinesis asfollows:

(@  thePrivacy Commissioner isto prepare proposed guiddinesin
draft form and isto prepare an impact assessment statement for
the proposed guiddines in accordance with such requirements
as the Minister may from time to time determine,

(b)  thedraft guidelines and impact assessment statement are to be
publicly exhibited for aperiod of at least 21 days,

(¢ the Privacy Commissioner is to seek public comment on the
draft guidelines during the period of public exhibition and
public comment may be made during the period of the
exhibition and for 21 days (or such longer period asthe Privacy
Commissioner may determine) after the end of that period,

(d) the Privacy Commissioner is to submit the draft guidelines to
the Minister for approval together with a report by the Privacy
Commissioner giving details of public comment received
during the period alowed for public comment and the Privacy
Commissioner’ s response to it,

(e thePrivacy Commissioner isnot to issuethe draft guiddinesas
guidelines unless the Minister approves the guidelines.

The procedure for the amendment or replacement of guidelinesisthe
same as for the issuing of the guidelines unlessthe Minister otherwise
directsin respect of a particular anendment.
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Clause 65

Part 7

Health Records and Information Privacy Bill 2002

Privacy Commissioner

65 Referring privacy related complaint to Health Care Complaints
Commission

66

1)

2

3

(4)

The Privacy Commissioner may refer acomplaint made under thisAct
to the Hedlth Care Complaints Commission if the complaint concerns:

(@  theprofessona conduct of a health service provider, or

(b)  ahedth servicethat affects the clinica management or care of
a person who uses or receives a hedlth service (including a
patient).

The Privacy Commissioner may communicate to the Hedth Care
Complaints Commission any information that the Privacy
Commissioner has obtained in relation to the complaint.

The Privacy Commissoner and the Hedlth Care Complaints
Commission are to consult regularly to ensure the appropriate referra
of complaints between them.

Note. Section 26 of the Health Care Complaints Act 1993 provides that the Health
Care Complaints Commission may refer a complaint to another person or body.
The Commission may therefore refer a complaint that raises a possible
contravention of a Health Privacy Principle, a provision of Part 4 or a health privacy
code of practice to the Privacy Commissioner.

This section does not affect the operation of section 47 (Referring
privacy related complaints to other authorities) of the PPIP Act.

Referring privacy related complaint to Commonwealth Privacy
Commissioner

(1)

2

3

The Privacy Commissioner may refer acomplaint made under thisAct
to the Commonwealth Privacy Commissioner if it appears that the
complaint should be dedt with by the Commonwedth Privacy
Commissioner.

The Privacy Commissioner may communicate to the Commonwedlth
Privacy Commissioner any information that the Privacy Commissioner
has obtained in relation to the complaint.

This section does not affect the operation of section 47 (Referring
privacy related complaints to other authorities) of the PPIP Act.
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Health Records and Information Privacy Bill 2002 Clause 67

Privacy Commissioner Part 7

67 Referring privacy related complaint to other persons or bodies

D)

2

3)

(4)

The Privacy Commissioner may refer acomplaint made under thisAct
for investigation or other action to any person or body (the relevant
authority) considered by the Privacy Commissioner to be relevant in
the circumstances (other than as provided by section 65 or 66).

The Privacy Commissioner may communicate to therel evant authority
any information that the Privacy Commissioner hasobtained inrelation
to the complaint.

The Privacy Commissioner may only refer a complaint to a relevant
authority after gppropriate consultation with the complainant and the
relevant authority, and after taking their views into consideration.

This section does not affect the operation of section 47 (Referring
privacy related complaints to other authorities) of the PPIP Act.
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Clause 68

Part 8

Health Records and Information Privacy Bill 2002

Miscellaneous

Part 8 Miscellaneous

68 Corrupt disclosure or use of health information by public sector officials

(1)

2

3)

(4)

A public sector officia must not, otherwise than in connection with the
lawful exercise of hisor her officia functions, intentionally disclose or
use any health information about an individua to whichthe officia has
or had access in the exercise of his or her officia functions.

Maximum penalty: 100 pendty units or imprisonment for 2 years or
both.

A person must not induce or attempt to induce a public sector officia
(by way of a bribe or other smilar corrupt conduct) to disclose any
hedlth information about an individua to which the official has or had
access in the exercise of hisor her officia functions.

Maximum penalty: 100 pendty units or imprisonment for 2 years or
both.

Subsection (1) does not prohibit a public sector officia from disclosing
any hedlth information if the disclosure is made in accordance with the
Protected Disclosures Act 1994.

In this section, a reference to a public sector officid includes a
reference to a person who was formerly a public sector official.
Note. Corrupt conduct by employees or agents of private sector persons in relation

to health information may be dealt with under Part 4A (Corruptly receiving
commissions and other corrupt practices) of the Crimes Act 1900.

69 Offering to supply health information that has been disclosed unlawfully

(1)

A person who offers to supply (whether to a particular person or
otherwise), or holds himself or herself out as being able to supply
(whether to a particular person or otherwise), hedlth information that
the person knows, or ought reasonably to know, has been or is
proposed to be disclosed in contravention of section 68 is guilty of an
offence.

Maximum penalty: 100 pendty units or imprisonment for 2 years, or
both.
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Health Records and Information Privacy Bill 2002 Clause 69

Miscellaneous Part 8

(2) If a person is convicted of an offence under section 68 or

subsection (1), the court may order the confiscation of any money or
other benefit alleged to have been obtained by the person in connection
with the offence and for that money or other benefit to be forfeited to
the Crown.

Intimidation, threats or misrepresentation
(1) A person must not, by threat, intimidation or misrepresentation,

persuade or attempt to persuade an individual:

(@  torefrain from making or pursuing:
0] arequest for access to hedlth information, or
(i) a complaint to the Privacy Commissioner or the
Tribuna under Part 6, or
(iii))  anapplication under Part 5 of the PPIP Act with respect
to the dleged contravention of a Health Privacy
Principle or a hedlth privacy code of practice, or

(b)  towithdraw such arequest, complaint or application.
Maximum penalty: 100 pendlty units.

(2) A person must not, by threet, intimidation or false representation,

require another person:
(@ togiveaconsent under this Act, or
(b)  todo, without consent, an act for which consent is required.

Maximum penalty: 100 pendlty units.

71 Legal rights not affected
(1) Nothingin this Act givesrise to, or can be taken into account in, any

civil cause of action, and, without limiting the generdity of the
foregoing, nothing in this Act:

(8  operatesto creste in any person any legd rights enforceable in
a court or tribund otherwise than in accordance with the
procedures set out in this Act, or

(b)  affects the vdidity, or provides grounds for review, of any
judicia or administrative act or omission.

(2) A contravention of this Act doesnot create any crimind liability except

to the extent expressly provided by this Act.
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Clause 72

Part 8

Health Records and Information Privacy Bill 2002

Miscellaneous

72 Protection from liability

1)

2

3)

73 Fees

(1)

Civil proceedings do not lie against a person in respect of loss, damage
or injury of any kind suffered by another person by reason only of any
of the following acts done in good faith:

(@  themaking of acomplaint or application under this Act,

(b)  the making of a statement to, or the giving of a document or
information to, the Privacy Commissioner, whether or not
pursuant to a requirement under section 59 or 63.

If an organisation provides an individua with access to hedth
information under this Act, and the access was required by HPP 7
(Access to hedth information) or Part 4, or an employee, officer or
agent of the organisation believed in good faith that the access was
required by HPP 7 or aprovision of Part 4.

(@  noactionfor defamation or breach of confidenceliesagainst the
organisation, any employee, officer or agent of the organisation
or the Crown by reason of the provision of access, and

(b)  no action for defamation or breach of confidence in respect of
any publication involved in, or resulting from, the giving of
access lies againgt the person who provided the hedth
information to the organisation by reason of the person having
supplied the health information to the organisation, and

() the organisation, or any employee, officer or agent of the
organisation, or any other person concerned in giving access to
the health information is not guilty of an offence merely
because of the giving of access.

The provision of access to hedth information in the circumstances
referred to in subsection (2) must not be taken to constitute, for the
purposes of the law relating to defamation or breach of confidence, an
authorisation or approval of the publication of the hedlth information
by the person to whom access to the information is provided.

An organisation may charge afee for any of the following matters:
(@ givinganindividua acopy of headth information,

(b)  giving anindividual an opportunity to inspect and take notes of
the health information,

()  amending hedth information at the request of an individua,
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Health Records and Information Privacy Bill 2002 Clause 73

Miscellaneous

Part 8

()

any other matter prescribed by the regulations.

(2) Any fee charged must not exceed such fee (if any) prescribed by the
regulations for the matter concerned.

74  Proceedings for offences

Proceedings for an offence againg this Act are to be dedt with
summarily before aLoca Court.

75 Regulations

(1) TheGovernor may make regulations, not inconsistent with thisAct, for
or with respect to any matter that by this Act isrequired or permitted to
be prescribed or that is necessary or convenient to be prescribed for
carrying out or giving effect to this Act.

(2) Without limiting the generality of subsection (1), regulations may be
made for or with respect to the following matters:

@

()
©

()

©

disapplying any provision or provisions of Part 6 with respect to
any private sector person or class of private sector persons,
subject to subsection (3),

the manner in which hedlth privacy codes of practice are to be
prepared and developed,

exempting specified persons, private sector persons or public

sector agencies, or classes of person, private sector persons or

public sector agencies, from:

0] any of the requirements of this Act or the regulations
relating to the collection, use or disclosure of specified
classes of hedth information, or

(i)  any other provision of this Act,

providing for 2 or more public sector agencies or classes of

public sector agenciesto be trested as a single agency:

0] for the purposes of this Act generdly, or

(i)  for the purposes of specified provisions of this Act, or

(i) forthepurposesof specified Hedth Privacy Principlesor
hedlth privacy codes of practice,

providing for 2 or more private sector persons or classes of
private sector persons (including private sector personsthat are
related bodies corporate) to be treated as a single private sector
person:

0] for the purposes of this Act generdly, or
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Clause 75

Part 8

Health Records and Information Privacy Bill 2002

Miscellaneous

3

(4)
®)

(i)  for the purposes of specified provisons of this Act, or
(iii)  forthe purposesof specified Health Privacy Principlesor
hedlth privacy codes of practice,

()  theauditing of compliance by organisations with the provisons
of this Act, including the types of activities or conduct that may
be subject to audit, the persons or bodies by whom an audit may
be conducted and the frequency or timing of audits.

A regulatiion made under subsection (2) (a) applies with respect to a
private sector person only for so long as an individua is entitled to
make a complaint that an act or practice by the private sector person
may be an interference with the privacy of theindividua (asreferred to
in section 13A of the Privacy Act 1988 of the Commonwealth) under
a Commonwedth privacy code binding the private sector person or
class of private sector persons concerned that sets out procedures for
making and dealing with complaints in relation to acts or practices of
the private sector person or class of private sector persons.

The regulations may create offences punishable by a pendty not
exceeding 50 penalty units.
In this section:

Commonwealth privacy code means a privacy code approved by the
Commonwedlth Privacy Commissioner under the Privacy Act 1988 of
the Commonwesdlth.

complaint means a complaint of any kind, regardless of the nature of
any remedies that may be available in respect of the complaint.

76 Savings and transitional provisions

Schedule 2 has effect.

77 Amendment of Privacy and Personal Information Protection Act 1998
No 133

The Privacy and Personal Information Protection Act 1998 is
amendment as set out in Schedule 3.

78 Review of Act

1)

The Minister is to review this Act to determine whether the policy
objectives of the Act remain valid and whether the terms of the Act
remain appropriate for securing those objectives.
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Health Records and Information Privacy Bill 2002 Clause 78

Miscellaneous Part 8

(2) Thereview isto be undertaken as soon as possible after the period of
5 years from the date of assent to this Act.

(3) A report on the outcome of the review isto be tabled in each House of
Parliament within 12 months after the end of the period of 5 years.
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Health Records and Information Privacy Bill 2002

Schedule 1 Health Privacy Principles

Schedule 1 Health Privacy Principles

1

2

(Section 4)

Purposes of collection of health information
(1) An organisation must not collect health information unless:

(@ theinformationiscollected for alawful purposethat isdirectly
related to afunction or activity of the organisation, and

(b)  thecollection of theinformation isreasonably necessary for that
purpose.

(2) An organisation must not collect health information by any unlawful
means.

Information must be relevant, not excessive, accurate and not intrusive

An organisation that collects hedlth information from an individual
must take such steps as are reasonable in the circumstances (having
regard to the purposesfor which theinformation is collected) to ensure
that:

(@  the information collected is relevant to that purpose, is not
excessve and is accurate, up to date and complete, and

(b) the collection of the information does not intrude to an
unreasonable extent on the personal affairs of theindividual to
whom the information relates.

Collection to be from individual concerned

(1) An organisation must collect health information about an individua
only from that individua, unlessit is unreasonable or impracticable to
do so.

(2) Hedthinformationisto be collected in accordance with any guiddines
issued by the Privacy Commissioner for the purposes of this clause.

Individual to be made aware of certain matters

(1) An organisation that collects health information about an individual
from the individua must, at or before the time that it collects the
information (or if that is not practicable, as soon as practicable after
that time), take steps that are reasonable in the circumstancesto ensure
that the individua is aware of the following:
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Health Records and Information Privacy Bill 2002

Health Privacy Principles Schedule 1

2

3

4)

(@&  theidentity of the organisation and how to contact it,

(b) the fact that the individua is able to request access to the
information,

()  thepurposes for which the information is collected,

(d) the persons to whom (or the types of persons to whom) the
organisation usually discloses information of that kind,

(e  anylaw that requiresthe particular information to be collected,

()  the main consequences (if any) for the individud if al or part
of the information is not provided.

If an organi sation collects health information about an individual from
someone dse, it must take any steps that are reasonable in the
circumstances to ensure that the individua is generally aware of the
matters listed in subclause (1) except to the extent that:

(@  making the individua aware of the matters would pose a
serious threet to the life or hedlth of any individual, or

(b)  the collection is made in accordance with guidelines issued
under subclause (3).

The Privacy Commissoner may issue guiddines setting out
circumstancesin which an organisation is not required to comply with
subclause (2).

An organisation is not required to comply with a requirement of this
clauseif:

(@  theindividuad to whom the information relates has expresdy
consented to the organisation not complying with it, or

(b)  the organisation is lawfully authorised or required not to
comply withit, or

(¢  non-compliance is otherwise permitted (or is necessarily
implied or reasonably contemplated) under an Act or any other
law (including the State Records Act 1998), or

(d)  compliance by the organisation would, in the circumstances,
prgudice the interests of the individua to whom the
information relates, or

() the information concerned is collected for law enforcement
pUrposes, or
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Health Records and Information Privacy Bill 2002

Schedule 1 Health Privacy Principles

5

(f)  the organisation is an investigative agency and compliance
might detrimentally affect (or prevent the proper exercise of) its
complaint handling functions or any of its invetigative
functions.

(5) If the organisation reasonably believesthat the individua isincapable
of understanding the generd nature of the matters listed in
subclause (1), the organisation must take steps that are reasonable in
the circumstances to ensure that any authorised representative of the
individual is aware of those matters.

(6) Subclause (4) (e) does not remove any protection provided by any
other law in relation to the rights of accused persons or persons
suspected of having committed an offence.

(7) The exemption provided by subclause (4) (f) extends to any public
sector agency, or public sector officia, who is investigating or
otherwise handling a complaint or other matter that could be referred
or made to an investigative agency, or that has been referred from or
made by an investigative agency.

Retention and security
(1) An organisation that holds health information must ensure that:

(@  theinformation is kept for no longer than is necessary for the
purposes for which the information may lawfully be used, and

(b)  theinformation is disposed of securely and in accordance with
any requirements for the retention and disposa of hedth
information, and

() theinformation isprotected, by taking such security safeguards
as are reasonable in the circumstances, against loss,
unauthorised access, use, modification or disclosure, and
againgt al other misuse, and

(d) if it isnecessary for the information to be given to a person in
connection with the provision of a service to the organisation,
everything reasonably within the power of the organisation is
done to prevent unauthorised use or disclosure of the
information.

Note. Division 2 (Retention of health information) of Part 4 contains provisions

applicable to private sector persons in connection with the matters dealt with in this
clause.
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(2) Anorganisation is not required to comply with a requirement of this

clauseif:
(@  the organisation is lawfully authorised or required not to
comply with it, or
(b)  non-compliance is otherwise permitted (or is necessarily
implied or reasonably contemplated) under an Act or any other
law (including the State Records Act 1998).
(3) An invedtigative agency is not required to comply with

subclause (1) ().

6 Information about health information held by organisations

(1) An organisation that holds health information must take such steps as
are, in the circumstances, reasonable to enable any individua to

ascertain:

(@  whether the organisation holds hedth information, and

(b)  whether the organisation holds hedlth information relating to
that individua, and

() if the organisation holds hedth information relating to that

individud:

0] the nature of that information, and

(i)  the main purposes for which the information is used,
and

(iii)  that person’s entittement to request access to the
information.

(2) An organisation is not required to comply with a provison of this
clauseif:

@
()

the organisation is lawfully authorised or required not to
comply with the provision concerned, or

non-compliance is otherwise permitted (or is necessarily
implied or reasonably contemplated) under an Act or any other
law (including the Sate Records Act 1998).
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7 Access to health information

D)

2

An organisation that holds hedth information must, at the request of
the individual to whom the information relates and without excessive
delay or expense, providetheindividua with accessto theinformation.
Note. Division 3 (Access to health information) of Part 4 contains provisions

applicable to private sector persons in connection with the matters dealt with in this
clause.

Access to health information held by public sector agencies may also be available
under the Freedom of Information Act 1989 or the State Records Act 1998.

An organisation is not required to comply with a provision of this
clauseif:

(@  the organisation is lawfully authorised or required not to
comply with the provision concerned, or

(b)  non-compliance is otherwise permitted (or is necessarily
implied or reasonably contemplated) under an Act or any other
law (including the Sate Records Act 1998).

8 Amendment of health information

D)

2

An organisation that holds health information must, at the request of
the individud to whom the information relates, make appropriate
amendments (whether by way of corrections, deletions or additions) to
ensure that the hedlth information:

(@ isaccurate, and

(b)  having regard to the purpose for which the information was
collected (or is to be used) and to any purpose that is directly
related to that purpose, isrelevant, up to date, complete and not
mideading.

If an organisation is not prepared to amend health information under
subclause (1) in accordance with arequest by the individual to whom
the information relates, the organisation must, if so requested by the
individual concerned, take such steps as are reasonableto attach to the
information, in such a manner as is capable of being read with the
information, any statement provided by that individual of the
amendment sought.
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10

3

(4)

If health information is amended in accordance with this clause, the
individua to whom the information relates is entitled, if it is
reasonably practicable, to have recipients of that information notified
of the amendments made by the organisation.

Note. Division 4 (Amendment of health information) of Part 4 contains provisions

applicable to private sector persons in connection with the matters dealt with in this
clause.

Amendment of health information held by public sector agencies may also be able
to be sought under the Freedom of Information Act 1989.

An organisation is not required to comply with a provision of this
clause if:

(@  the organisation is lawfully authorised or required not to
comply with the provision concerned, or

(b)  non-compliance is otherwise permitted (or is necessarily
implied or reasonably contemplated) under an Act or any other
law (including the State Records Act 1998).

Accuracy

An organisation that holds hedth information must not use the
information without taking such steps as are reasonable in the
circumstances to ensure that, having regard to the purpose for which
the information is proposed to be used, the information is relevant,
accurate, up to date, complete and not mideading.

Limits on use of health information

1)

An organisation that holds hedth information must not use the
information for a purpose (a secondary purpose) other than the
purpose (the primary purpose) for which it was collected unless:

(&  Consent
the individua to whom the information relates has consented
to the use of the information for that secondary purpose, or

(b)  Direct relation
the secondary purposeisdirectly related to the primary purpose
and the individual would reasonably expect the organisation to
use the information for the secondary purpose, or

Note. For example, if information is collected in order to provide a health
service to the individual, the use of the information to provide a further
health service to the individual is a secondary purpose directly related to
the primary purpose.
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()  Serious threat to health or welfare
the use of the information for the secondary purpose is
reasonably believed by the organisation to be necessary to
lessen or prevent:
0] aseriousand imminent threet to thelife, health or safety

of theindividual or another person, or

(i)  aseriousthreat to public hedth or public safety, or

(d)  Management of health services
the use of the information for the secondary purpose is
reasonably necessary for the funding, management, planning or
evauation of hedlth services and:
0] ether:

(A) that purpose cannot be served by the use of
information that does not identify the individual
or from which the individud’s identity cannot
reasonably be ascertained and it isimpracticable
for the organisation to seek the consent of the
individua for the use, or

(B) reasonable steps are taken to de-identify the
information, and

(i)  if theinformation isin aform that could reasonably be
expected to identify individuas, the information is not
published in a generdly available publication, and

(i)  the use of the information is in accordance with
guidelines, if any, issued by the Privacy Commissioner
for the purposes of this paragraph, or

()  Training

the use of the information for the secondary purpose is
reasonably necessary for the training of employees of the
organisation or persons working with the organisation and:

0] ether:

(A) that purpose cannot be served by the use of
information that does not identify the individual
or from which the individual’s identity cannot
reasonably be ascertained and it isimpracticable
for the organisation to seek the consent of the
individual for the use, or

(B) reasonable steps are taken to de-identify the
information, and
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(f)

@

(h)

(i)  if the information could reasonably be expected to
identify individuals, the information is not published in
ageneraly available publication, and

(i)  the use of the information is in accordance with
guidelines, if any, issued by the Privacy Commissioner
for the purposes of this paragraph, or

Research

the use of the information for the secondary purpose is
reasonably necessary for research, or the compilation or
andysis of statigtics, in the public interest and:

@) ether:

(A) that purpose cannot be served by the use of
information that does not identify the individual
or from which the individua’s identity cannot
reasonably be ascertained and it isimpracticable
for the organisation to seek the consent of the
individual for the use, or

(B) reasonable steps are taken to de-identify the
information, and

(i) if the information could reasonably be expected to
identify individuals, the information is not published in
ageneraly available publication, and

(i)  the use of the information is in accordance with
guidelines, if any, issued by the Privacy Commissioner
for the purposes of this paragraph, or

Find missing person

the use of theinformation for the secondary purposeisby alaw
enforcement agency (or such other person or organisation as
may be prescribed by the regulations) for the purposes of
ascertaining the whereabouts of an individua who has been
reported to a police officer as amissing person, or

Suspected unlawful activity, unsatisfactory professional conduct
or breach of discipline
the organisation:
0] has reasonable grounds to suspect that:
(A)  unlawful activity hasbeen or may be engagedin,
or
(B) aperson has or may have engaged in conduct
that may be unsatisfactory professiona conduct
or professona misconduct under a hedth
registration Act, or
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2

3

(4)

(©) anemployeeof the organisation hasor may have
engaged in conduct that may be grounds for
disciplinary action, and

(i) uses the hedlth information as a necessary part of its
investigation of the matter or in reporting its concernsto
relevant persons or authorities, or

(i) Law enforcement
the use of the information for the secondary purpose is
reasonably necessary for the exercise of law enforcement
functions by law enforcement agenciesin circumstances where
there are reasonable grounds to believe that an offence may
have been, or may be, committed, or

()] Investigative agencies
the use of the information for the secondary purpose is
reasonably necessary for the exercise of complaint handling
functions or investigative functions by investigative agencies,
or

(k)  Prescribed circumstances
the use of the information for the secondary purpose isin the
circumstances prescribed by the regulationsfor the purposes of

this paragraph.
An organisation is not required to comply with a provision of this
clauseif:

(@  the organisation is lawfully authorised or required not to
comply with the provision concerned, or

(b)  non-compliance is otherwise permitted (or is necessarily
implied or reasonably contemplated) under an Act or any other
law (including the State Records Act 1998).

The Ombudsman’s Office, Hedth Care Complaints Commission,
Anti-Discrimination Board and Community Services Commission are
not required to comply with a provision of this clause in relation to
their complaint handling functions and their investigative, review and
reporting functions.

Nothing in this clause prevents or regtricts the disclosure of health
information by a public sector agency:

(@&  toanother public sector agency under the administration of the
same Minigter if the disclosure isfor the purposes of informing
that Minister about any matter within that administration, or
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®)

(b) to any public sector agency under the administration of the
Premier, if the disclosure is for the purposes of informing the
Premier about any matter.

The exemption provided by subclause (1) (j) extends to any public
sector agency, or public sector officia, who is investigating or
otherwise handling a complaint or other matter that could be referred
or made to an investigative agency, or that has been referred from or
made by an investigative agency.

11 Limits on disclosure of health information

1)

An organisation that holds hedlth information must not disclose the
information for a purpose (a secondary purpose) other than the
purpose (the primary purpose) for which it was collected unless:.

(&  Consent
the individua to whom the information relates has consented
to the disclosure of the information for that secondary purpose,
or

(b)  Direct relation
the secondary purposeisdirectly related to the primary purpose
and theindividua would reasonably expect the organisation to
disclose the information for the secondary purpose, or
Note. For example, if information is collected in order to provide a health
service to the individual, the disclosure of the information to provide a
further health service to the individual is a secondary purpose directly
related to the primary purpose.

(¢)  Serious threat to health or welfare
the disclosure of the information for the secondary purposeis
reasonably believed by the organisation to be necessary to
lessen or prevent:
0] aseriousand imminent threat to thelife, health or safety

of theindividual or another person, or

(i)  aseriousthreat to public health or public safety, or

(d)  Management of health services
the disclosure of the information for the secondary purposeis
reasonably necessary for the funding, management, planning or
evaluation of health services and:
0] either:
(A)  that purpose cannot be served by the disclosure
of information that does not identify the
individual or from which the individud’s
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©

(f)

identity cannot reasonably be ascertained and it
isimpracticable for the organisation to seek the
consent of the individua for the disclosure, or
(B) ressonable steps are taken to de-identify the
information, and
(i) if the information could reasonably be expected to
identify individuals, the information is not published in
agenerdly available publication, and
(i)  thedisclosure of the information is in accordance with
guidelines, if any, issued by the Privacy Commissioner
for the purposes of this paragraph, or

Training

the disclosure of the information for the secondary purposeis
reasonably necessary for the training of employees of the
organisation or persons working with the organisation and:

0] ether:

(A)  that purpose cannot be served by the disclosure
of information that does not identify the
individua or from which the individud’s
identity cannot reasonably be ascertained and it
isimpracticable for the organisation to seek the
consent of the individua for the disclosure, or

(B) reasonable steps are taken to de-identify the
information, and

(i) if the information could reasonably be expected to
identify the individud, the information is not made
publicly available, and

(i) thedisclosure of the information is in accordance with
guiddines, if any, issued by the Privacy Commissioner
for the purposes of this paragraph, or

Research

the disclosure of the information for the secondary purposeis
reasonably necessary for research, or the compilation or
andysis of statigtics, in the public interest and:

(@) ether:

(A) that purpose cannot be served by the disclosure
of information that does not identify the
individua or from which the individua’'s
identity cannot reasonably be ascertained and it
isimpracticable for the organisation to seek the
consent of the individua for the disclosure, or
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@

(h)

0

(B) ressonable steps are taken to de-identify the
information, and
(i)  the disclosure will not be published in a form that
identifies particular individuals or from which an
individual’ sidentity can reasonably be ascertained, and
(iii)  thedisclosure of the information isin accordance with
guidelines, if any, issued by the Privacy Commissioner
for the purposes of this paragraph, or

Compassionate reasons

the disclosure of the information for the secondary purposeis

to provide the information to an immediate family member of

the individual for compassi onate reasons and:

0] the disclosure is limited to the extent reasonable for
those compassi onate reasons, and

(i)  the individud is incapable of giving consent to the
disclosure of the information, and

(i)  thedisclosureis not contrary to any wish expressed by
the individual (and not withdrawn) of which the
organisation was aware or could make itself aware by
taking reasonable steps, and

(iv)  if theimmediate family member is under the age of 18
years, the organisation reasonably believes that the
family member has sufficient maturity in the
circumstances to receive the information, or

Find missing person

the disclosure of the information for the secondary purposeis
to a law enforcement agency (or such other person or
organisation as may be prescribed by the regulations) for the
purposes of ascertaining the whereabouts of an individua who
has been reported to a police officer as a missing person, or

Suspected unlawful activity, unsatisfactory professional conduct
or breach of discipline
the organisation:
0] has reasonable grounds to suspect that:
(A)  unlawful activity has been or may be engagedin,
or
(B) aperson has or may have engaged in conduct
that may be unsatisfactory professiona conduct
or professona misconduct under a hedth
registration Act, or
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2

3

(4)

0)

)

()

(©) anemployeeof the organisation hasor may have
engaged in conduct that may be grounds for
disciplinary action, and

(i)  discloses the hedlth information as a necessary part of
its invedtigation of the matter or in reporting its
concerns to relevant persons or authorities, or

Law enforcement

the disclosure of the information for the secondary purposeis
reasonably necessary for the exercise of law enforcement
functions by law enforcement agenciesin circumstances where
there are reasonable grounds to believe that an offence may
have been, or may be, committed, or

Investigative agencies

the use of the information for the secondary purpose is
reasonably necessary for the exercise of complaint handling
functions or investigative functions by investigative agencies,
or

Prescribed circumstances
the disclosure of the information for the secondary purposeis
in the circumstances prescribed by the regulations for the

purposes of this paragraph.

An organisation is not required to comply with a provision of this
clauseif:

@
()

©

the organisation is lawfully authorised or required not to
comply with the provision concerned, or

non-compliance is otherwise permitted (or is necessarily
implied or reasonably contemplated) under an Act or any other
law (including the State Records Act 1998), or

the organisation is an invedtigative agency disclosing
information to another investigative agency.

The Ombudsman’s Office, Hedth Care Complaints Commission,
Anti-Discrimination Board and Community Services Commission are
not required to comply with a provision of this clause in relation to
their complaint handling functions and their investigative, review and
reporting functions.

Nothing in this clause prevents or restricts the disclosure of hedlth
information by a public sector agency:
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)

(©)

(8  toanother public sector agency under the administration of the
same Minigter if the disclosureisfor the purposes of informing
that Minister about any matter within that administration, or

(b) to any public sector agency under the administration of the
Premier, if the disclosure is for the purposes of informing the
Premier about any matter.

If health information isdisclosed in accordance with subclause (1), the
person, body or organisation to whom it was disclosed must not use or
disclosetheinformation for apurpose other than the purposefor which
the information was given to it.

The exemptions provided by subclauses (1) (k) and (2) extend to any
public sector agency, or public sector officid, who is investigating or
otherwise handling a complaint or other matter that could be referred
or made to an investigative agency, or that has been referred from or
made by an investigative agency.

12 Identifiers

(1)

2

3

An organisation may only assgn identifiers to individuas if the
assgnment of identifiers is reasonably necessary to enable the
organisation to carry out any of its functions efficiently.

Subject to subclause (4), a private sector person may only adopt asits
own identifier of an individua an identifier of an individua that has
been assigned by a public sector agency (or by an agent of, or
contractor to, a public sector agency acting in its capacity as agent or
contractor) if:

(@ the individuad has consented to the adoption of the same
identifier, or

(b)  theuseor disclosure of the identifier is required or authorised
by or under law.

Subject to subclause (4), a private sector person may only use or
disclose an identifier assigned to an individua by a public sector
agency (or by an agent of, or contractor to, a public sector agency
acting in its capacity as agent or contractor) if:

(@ theuseor disclosure is required for the purpose for which it
was assigned or for a secondary purpose referred to in one or
more paragraphs of HPP 10 (1) (c)—(k) or 11 (1) (c)), or

(b)  theindividual has consented to the use or disclosure, or
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Health Records and Information Privacy Bill 2002

Schedule 1 Health Privacy Principles
(¢ thedisclosure is to the public sector agency that assigned the
identifier to enable the public sector agency to identify the
individud for its own purposes.
(4) If the use or disclosure of an identifier assigned to an individua by a

public sector agency is necessary for aprivate sector person to fulfil its
obligations to, or the requirements of, the public sector agency, a
private sector person may either:

@

()

adopt asits own identifier of an individual an identifier of the
individua that has been assigned by the public sector agency,
or

use or disclose an identifier of the individua that has been
assigned by the public sector agency.

13 Anonymity

Wherever it is lawful and practicable, individuals must be given the
opportunity to not identify themselves when entering into transactions
with or receiving health services from an organisation.

14 Transborder data flows and data flow to Commonwealth agencies

An organisation must not transfer health information about an
individual to any person or body who isin ajurisdiction outside New
South Wales or to a Commonwedlth agency unless:

@

()
©

()

©

the organisation reasonably believes that the recipient of the
information is subject to alaw, binding scheme or contract that
effectively upholds principles for fair handling of the
information that are substantially similar to the Health Privacy
Principles, or

the individual consents to the transfer, or

the transfer is necessary for the performance of a contract
between the individual and the organisation, or for the
implementation of pre-contractua measures taken in response
to the individud’ s request, or

the transfer is necessary for the conclusion or performance of
a contract concluded in the interest of the individual between
the organisation and a third party, or

al of the following apply:
0] the transfer is for the benefit of the individual,
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(f)

@

(h)

(i)  itisimpracticableto obtain the consent of theindividual
to that transfer,

(@iii) if it were practicable to obtain such consent, the
individual would be likely to giveit, or

the transfer is reasonably believed by the organisation to be

necessary to lessen or prevent:

0] aseriousand imminent threet to thelife, health or safety
of the individua or another person, or

(i)  aseriousthreat to public health or public safety, or

the organisation has taken reasonable steps to ensure that the
information that it has transferred will not be held, used or
disclosed by the recipient of theinformation inconsistently with
the Hedlth Privacy Principles, or

thetransfer ispermitted or required by an Act (including an Act
of the Commonwedlth) or any other law.

15 Linkage of health records
(1) An organisation must not:

@

()

include hedth information about an individua in a hedth
records linkage system unless the individual has expresdy
consented to the information being so included, or

disclose an identifier of an individua to any person if the
purpose of the disclosureisto include health information about
the individual in a health records linkage system, unless the
individual has expresdy consented to the identifier being
disclosed for that purpose.

(2) An organisation is not required to comply with a provision of this

clauseif:

(@  the organisation is lawfully authorised or required not to
comply with the provision concerned, or

(b)  non-compliance is otherwise permitted (or is necessarily
implied or reasonably contemplated) under an Act or any other
law (including the Sate Records Act 1998), or

() theinclusion of the health information about the individua in

the health records information system (including an inclusion
for which an identifier of the individual isto be disclosed) isa
use of the information that complies with HPP 10 (1) (f) or a
disclosure of theinformation that complieswith HPP 11 (1) (f).
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(3) Inthisclause:

health record means an ongoing record of hedth care for an
individual.

health records linkage system means a computerised system that is
designed to link hedlth records for an individual held by different
organisations for the purpose of facilitating access to hedlth records,
and includes asystem or class of systems prescribed by the regulations
asbeing ahedlth recordslinkage system, but does not include asystem
or class of systems prescribed by the regulations as not being a health
records linkage system.
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Schedule 2 Savings and transitional provisions

1

(Section 76)

Regulations

(1)

2

3

(4)

The regulations may contain provisions of a savings or transitional
nature consequent on the enactment of the following Acts:

this Act

Without limiting subclause (1), the regul ations may make provision for
or with respect to the following matters:

(&  exempting organisations or classes of organisations from the
operation of this Act in connection with the performance of
contracts entered into before the date of assent to this Act,

(b)  providing that a privacy code of practice dealing with hedlth
information in force under the Privacy and Personal
Information Protection Act 1998 istaken to be ahedlth privacy
code of practice in force under this Act.

Any provison referred to in subclause (1) may, if the regulations so
provide, take effect from the date of assent to the Act concerned or a
later date.

To the extent to which any such provision takes effect from a date that
is earlier than the date of its publication in the Gazette, the provison
does not operate so as:

(@  toaffect, inamanner preudicid to any person (other than the
State or an authority of the State), the rights of that person
existing before the date of its publication, or

(b)  toimpose liabilities on any person (other than the State or an
authority of the State) in respect of anything done or omitted to
be done before the date of its publication.

2 Privacy Commissioner may exempt

The Privacy Commissioner may, on application by an organisation,
grant the organisation an exemption from the operation of HPP 10 or
11 in relation to specified information (or information of a specified
class for a specified period) collected by the organisation before the
commencement of this clause if:
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Savings and transitional provisions

@

()

the Privacy Commissioner is of the opinion that, in the
particular circumstances, it isin the public interest for the use
or disclosure to continue otherwise than in accordance with
HPP 10 or 11, and

the period of any exemption expires before the second
anniversary of the commencement of this clause.
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Health Records and Information Privacy Bill 2002

Amendment of Privacy and Personal Information Protection Act 1998 Schedule 3

Schedule 3 Amendment of Privacy and Personal

[1]

[2]

[3]

[4]

Information Protection Act 1998

(Section 77)

Section 3 Definitions

Insert in alphabetical order:

Commonwealth agency means an entity referred to in
paragraph (a)—(h) of the definition of agency in the Privacy
Act 1988 of the Commonweslth.

Section 3

Insert at the end of the section:

(2) Notes included in this Act are explanatory notes and do not
form part of this Act.

Section 4A
Insart after section 4:

4A  Exclusion of health information from definition of “personal
information”

Except as provided by this Act or the Health Records and
Information Privacy Act 2002, the definition of personal
information in section 4 does not include health information
within the meaning of the Health Records and Information
Privacy Act 2002.

Section 15 Alteration of personal information

Insert after section 15 (3):

(4) This section, and any provision of a privacy code of practice
that relates to the requirements set out in this section, apply to
public sector agencies despite section 25 of this Act and
section 21 of the State Records Act 1998.
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Health Records and Information Privacy Bill 2002

Schedule 3 Amendment of Privacy and Personal Information Protection Act 1998

[5]

[6]

[7]

[8]

[9]

[10]

[11]

[12]

Section 19 Special restrictions on disclosure of personal information

Omit “membership, health or sexual” from section 19 (1).
Insert instead “membership or sexua”.

Section 19 (1)

Omit “serious or imminent threat”.
Insert instead “ serious and imminent threat”.

Section 19 (2)

Insert “or to a Commonwesalth agency” after “New South Wales'.

Section 19 (2) (a)

Insert “or gpplies to that Commonwedlth agency” after “in force in that
jurisdiction”.

Section 19 (4)

Omit “, within the year following the commencement of this section,”.
Section 19 (4)

Insert “and to Commonwesdlth agencies’ after “outside New South Wales'.

Section 20 General application of information protection principles to
public sector agencies

Omit section 20 (4).
Section 28 Other exemptions

Omit section 28 (2).
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Health Records and Information Privacy Bill 2002

Amendment of Privacy and Personal Information Protection Act 1998 Schedule 3

[13]

[14]

[15]

[16]

[17]

[18]

Section 33 Preparation and implementation of privacy management
plans

Insart “or the Health Records and Information Privacy Act 2002, if
applicable” after “this Act” in section 33 (2) ().

Section 43 Requirement to disclose exempt documents

Insert “or the Health Records and Information Privacy Act 2002 after
“Nothing in this Act” in section 43 (1).

Section 43 (2) (b)

Insert “or the Health Records and Information Privacy Act 2002" after
“this Act”.

Section 44 Delegation of functions

Insert “under thisor any other Act” after “any of the functions of the Privacy
Commissioner” in section 44 (1).

Section 45 Making of privacy related complaints

Insert after section 45 (2):

Note. Section 21 of the Health Records and Information Privacy Act 2002
provides that certain conduct under that Act by public sector agencies is
conduct to which Part 5 of this Act applies.

Section 45 (2A)

Insert after section 45 (2):

(2A) A complaint about a matter referred to in section 42 of the
Health Records and Information Privacy Act 2002 is not to be
dealt with under this Division but is to be dealt with by the
Privacy Commissioner asacomplaint under Part 6 of that Act.

Note. Section 42 of that Health Records and Information Privacy Act 1998
provides that a complaint may be made to the Privacy Commissioner
about the alleged contravention by a private sector person of a Health
Privacy Principle, a provision of Part 4 (Provisions for private sector
persons) of that Act or a health privacy code of practice.
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Health Records and Information Privacy Bill 2002

Schedule 3 Amendment of Privacy and Personal Information Protection Act 1998
[19] Section 56A
Insert before section 57:

[20]

[21]

56A Personal information includes health information

In this Part:

personal information includes hedlth information within the
meaning of the Health Records and Information Privacy
Act 2002.

Section 66 Personal liability of Privacy Commissioner and others

Insert “or any other Act” after “this Act”.

Sections 66A and 66B

Insert after section 66:

66A Protection from liability

@

2

Civil proceedings do not lie against a person in respect of 1oss,
damage or injury of any kind suffered by another person by
reason only of any of the following acts done in good faith:

(@  themaking of acomplaint or gpplication under thisAct,

(b) the making of a statement to, or the giving of a
document or information to, the Privacy Commissioner,
whether or not pursuant to a requirement under
section 37.

If apublic sector agency provides an individua with accessto
persona information under this Act, and the access was
required by section 14 (Accessto persona information held by
agencies), or an employee, officer or agent of the public sector
agency believed in good faith that the access was required by
section 14:

(& no action for defamation or breach of confidence lies
against the public sector agency, any employee, officer
or agent of the agency or the Crown by reason of the
provision of access, and
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Health Records and Information Privacy Bill 2002

Amendment of Privacy and Personal Information Protection Act 1998 Schedule 3

[22]

(b)  no action for defamation or breach of confidence in
respect of any publicationinvolved in, or resulting from,
the giving of access lies against the person who
provided the personal information to the public sector
agency by reason of the person having supplied the
information to the agency, and

() the public sector agency, or any employee, officer or
agent of the public sector agency, or any other person
concerned in giving access to the personal information
is not guilty of an offence merely because of the giving
of access.

(3) The provison of access to persond information in the
circumstances referred to in subsection (2) must not be taken to
condtitute, for the purposes of the law relating to defamation or
breach of confidence, an authorisation or gpprova of the
publication of the hedlth information by the person to whom
access to the information is provided.

66B Fees

(1) A public sector agency may charge a fee for any of the
following matters:

(&  giving anindividua acopy of hedth information,

(b)  giving anindividua an opportunity to inspect and take
notes of the health information,

(0 amending hedth information at the request of an
individual,
(d)  any other matter prescribed by the regulations.
(2) Any fee charged must not exceed such fee (if any) prescribed
by the regulations for the matter concerned.

Section 67 Disclosure by Privacy Commissioner or staff member

Insert “or any other Act” after “this Act” in section 67 (2).
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Schedule 3

Health Records and Information Privacy Bill 2002

Amendment of Privacy and Personal Information Protection Act 1998

[23]

[24]

[25]

Section 68 Offences relating to dealings with Privacy Commissioner

Insert “or the Health Records and Information Privacy Act 2002” after “this
Act” in section 68 (2) (c).

Schedule 4 Savings, transitional and other provisions

Omit “this Act.” from clause 1 (1) of Schedule 4.
Insert instead “the following Acts:

Schedule 4

this Act

the Health Recordsand Infor mation Privacy Act 2002, but only
to the extent that it amends this Act”

Insart after clause 5:

6 Provisions consequential on enactment of Health Records and
Information Privacy Act 2002

@)

)

3

4)

In this clause:
health information has the same meaning asin the HRIP Act.

HRIP Act meansthe Health Records and Information Privacy
Act 2002.

A request made under this Act before the commencement of
section 4A for accessto, or dteration of, health information is
to continue to be dealt with by the public sector agency under
thisAct asif the amendments to this Act by the HRIP Act had
not been made.

A complaint concerning health information madeto the Privacy
Commissioner under Divison 3 of Pat 4 before the
commencement of section 4A and pending immediately before
that commencement is to continue to be dedlt with under this
Act asif the amendmentsto this Act by the HRIP Act had not
been made. This Act (as in force immediately before the
commencement of those amendments) continues to apply for
that purpose.

An application concerning hedlth information made under
section 53 (Interna review by public sector agencies) or
section 55 (Review of conduct by Tribuna) before the
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Health Records and Information Privacy Bill 2002

Amendment of Privacy and Personal Information Protection Act 1998 Schedule 3

®)

commencement of section 4A and pending immediately before
that commencement is to continue to be dedt with by the
public sector agency or the Tribuna under this Act as if the
amendments to this Act by the HRIP Act had not been made.
ThisAct (asinforceimmediately before the commencement of
those amendments) continues to apply for that purpose.

For the purpose of dlowing a complaint or application to be
made in respect of conduct concerning health information that
was engaged in before the commencement of section 4A, but
in repect of which acomplaint or application was not pending
immediately before that commencement, this Act (as in force
immediately before the commencement of the amendments
made by the HRIP Act) continuesto apply to conduct engaged
in before the commencement of section 4A.
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